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1.1

A Szabalyzat bevezet6 rendelkezései

Alapelvek

Az Ozdi Almasi Balogh Pal Korhdz (a tovabbiakban: Intézmény) jelen Adatvédelmi
Szabalyzatban (a tovdbbiakban: Szabalyzat) hatarozza meg a természetes személyek személyes
adatainak kezelésével és védelmével kapcsolatos szabélyokat, valamint az adatvédelmi
tevékenység ellatasaban résztvevo szervezeti egységek feladatait és egyiittmiikodésiik kereteit.

A Szabalyzat hatilya ald tartozo személyek kotelesek a tevékenységiik soran az Intézmény
kezelésében 1évé személyes adatokat a mindenkori jogszabalyi rendelkezéseknek megfeleléen,
foy kiilondsen a természetes személyeknek a személyes adatok kezelése tekintetében torténd
védelmérdl és az ilyen adatok szabad aramlasarél, valamint a 95/46/EK iranyelv hatalyon kiviil
helyezésérol szolé 2016/679/EU eurdpai parlamenti €s tandcsi rendelet (a tovabbiakban: GDPR),
az informéciés onrendelkezési jogrol és az informaciészabadségrol szolé 2011. évi CXII.
wrvény (a tovabbiakban: Infotv.) az egészségiigyrdl szolo 1997. évi CLIV. torvény (a
tovabbiakban: Eiitv.), valamint az egészségiigyi és a hozzdjuk kapcsolddd személyes adatok
kezelésérdl és védelmérdl szold 1997. évi XLVIL térvény (a tovabbiakban: Eiiak.) alkalmazandé
rendelkezései, valamint az Intézményre irdnyadd egyéb jogszabalyok rendelkezésel szerint
kezelni. Az Intézmény a személyes adatok kezelésével jaro Levékenysége soran érvényre juttatja
a GDPR alapelveit, igy kiiléndsen:

Jjogszeriisdg, tiszlességes eljdards és dtldathatosdg elvei: a személyes adatok kezelését jogszerlien

és tisztességesen, valamint az érintett szdméra atlathaté médon kell végezni;

célhoz kitotiség elve: a személyes adatok gyiijtése csak meghatarozott, egyértelmil és jogszert
célbol torténik, és azokat az Intézmény nem kezeli ezekkel a célokkal Gssze nem egyeztethetd
modon;

adattakardkossdg elve: a kezelt személyes adatok az adatkezelés céljai szempontjabol
megfeleléek és relevansak kell, hogy legyenek, és a sziikségesre kell korlatozodniuk;

pontossig elve: a kezelt személyes adatoknak pontosnak €s sziikség esetén naprakésznek kell

lenniiik; minden ésszerti intézkedést meg kell tenni annak érdekében, hogy az adatkezelés céljat
szempontjabol pontatlan személyes adatokat haladéktalanul toroljék vagy helyesbitsék;
korldtozott tarolhatésag elve: a személyes adatok taroldsénak olyan formaban kell torténnie,
amely az érintettek azonositdsat csak a személyes adatok kezelése céljainak eléréséhez
sziikséges ideig teszi lehetdve,

integritds és bizalmas jelleg: a személyes adatok kezelését oly modon kell végezni, hogy
megfeleld technikai vagy szervezési intézkedések alkalmazasaval biztositva legyen a személyes
adatok megfeleld biztonsaga, az adatok jogosulatlan vagy jogellenes kezelésével, véletlen
elvesztésével, megsemmisitésével vagy karosodasaval szembeni védelmet is ideértve;
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h)

1.2.

elszdmoltathatésdg elve: az adatkezelé felelds az adatkezelési elveknek vald megfelelésért,
tovabba képesnek kell lennie a megfelelés igazolaséra;

beépitett adatvédelem elve: olyan megfeleld technikai és szervezési intézkedések végrehajtasa,
amelyek mar az adatkezeléssel jaré folyamatok tervezésétdl (az adatkezelés moddjénak
meghatarozasatol) kezdddoen az adatkezelés megsziintetéséig terjedd idészakban azt célozzik,
hogy az adatvédelmi elvek hatékony megvalésitasa, illetve a GDPR-ban foglalt kovetelmények
teljesitéséhez és az érintettek jogainak védelméhez szilkséges garancidk beépiiljenek az
adatkezelés folyamatdba;

alapértelmezett adatvédelem elve: olyan technikai és szervezési intézkedések végrehajtasa,
amelyek biztositjak, hogy alapértelmezés szerint kizarélag olyan személyes adatok kezelésére
keriiljén sor, amelyek az adott konkrét adatkezelési cél szempontjabdl sziikségesek, tovabba,
hogy a gyljitt személyes adatok mennyisége, kezelésiik mértéke, tarolasuk iddtartama és
hozzaférhetbségiik is csak az adatkezelési cél szempontjabol sziikséges mértékre korlatozédjon.
Kiilondsen azt kell biztositani, hogy a személyes adatok alapértelmezés szerint természetes

személy beavatkozasa nélkill arra illetéktelen személyek szaméra ne vilhassanak
hozzaférhetové.

A Szabalyzat hatdlya ald tartozd személyek kotelesek az olyan tevékenységiik soran, amely
szlikségszerlien egyiitt jar személyes adatok kezelésével, az adott tevékenységre vonatkoz6 — a
Szabalyzat MB-69-02/M0I mellékletében felsorolt — speciélis szabélyzatokban foglalt
rendelkezések mellett a jelen Szabélyzat rendelkezései szerint eljarni azzal, hogy amennyiben a

specialis szabélyzat a jelen Szabalyzattal ellentétes rendelkezést tartalmaz, ugy jelen Szabélyzat
alkalmazando.

Alapfogalmak

Jelen Szabilyzat alkalmazasa soran a GDPR 4. cikkében és az Infotv. 3. §3.,4.,6,11.,12, 13,
16., 17., 21., 23-24. pontjdban meghatérozott fogalmakon kiviil az aldbbi fogalmakat kell
alkalmazni:

beteg [Eiitv. 3.§ a) pont]: az egészségiigyi ellatast igénybe vevé vagy abban részesiils személy;
betegelldtd [Etiak. 3.§ g) pont]: a kezelést végz orvos, az egészségligyi szakdolgozo, az érintett
gyogykezelésével kapcsolatos tevékenységet végzd egyéb személy, a gyogyszerész;
egészségiigyi elldtds [Eiitv. 3. § c) pont]: a beteg adott egészségi allapotahoz kapcsoloédd
egészségligyi szolgaltatasok dsszessége;

gyogykezelés [Etiak. 3.§ c) pont]: minden olyan tevékenység, amely az egészség megOrzésére,
tovdbbd a megbetegedések megeldzése, korai felismerése, megallapitdsa, gyogyitdsa, a
megbetegedés kovetkeztében kialakult allapotromlds szinten tartisa vagy javitasa céljabdl az
érintett kozvetlen vizsgalatara, kezelésére, apolasara, orvosi rehabilitacidjara, illetve mindezek
érdekében az érintett vizsgélati anyagainak feldolgozasara iranyul, ideértve a gyogyszerek,
gyogyaszati segédeszkozok, gyogyfiirddellatasok kiszolgdlasat, a mentést és betegszallitast,
valamint a sziilészeti ellatast is;
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h)

1)

)

k)

)

egészségiigyi dokumentdcio [Etak. 3.§ e) pont]: a gyogykezelés / egészségligyi szolgaltatas
soran a betegellato / egészségligyi dolgozoé tudomasara jutott egészségiigyi és személyazonosito
adatokat tartalmazo feljegyzés, nyilvantartds vagy barmilyen mds modon rogzitett adat,
fiiggetleniil annak hordozojatél vagy forméjatol;

kezelést végzé orvos [Eliak. 3. § f) pont]: a beteg adott betegségével, illetve egészségi allapotaval
kapcsolatos vizsgalati és terdpias tervet meghatarozo, valamint ezek keretében beavatkozasokat
végz6 orvos, aki a beteg gydgykezelésécért feleldsséggel tartozik vagy abban kozremikddd orvos
(pl.: konzilium, telemedicina stb.);

kozeli hozzdtartozé [Eiiak. 3.§ j) pont]: a hazastars, az egyenesagbeli rokon, az orokbe fogadott,
a mostoha- és nevelt gyermek, az 6rokbe fogadd, a mostoha- és neveldszilg, valamint a testvér
és az élettdrs;

orvosi titok [Etak. 3.§ d) pont]: a gydgykezelés sordn az adatkezeld tudomdsdra jutott
egészségiigyi ¢s személyes adat, tovabbd a sziikséges vagy folyamatban 1évé, illetve befejezett
gybégykezelésre vonatkozo, valamint a gyogykezeléssel kapcsolatban megismert egyéb adat. Az
adatkezelére vonatkozik az orvosi titoktartds, mely alol csak a beteg irasos hozzajarulasa adhat
felmentést, illetve a torvény alapjdn kitelezd adattovabbitas jelent kivételt;

siirgds szitkség [Etiak. 3.§ k) pont]: az egészségi allapotaban hirtelen bekdvetkezelt olyan
valtozas, amelynek kovetkeztében azonnali egészségiigyi ellatas hidnyaban az érintett kdzvetlen
életveszélybe keriilne, illetve stlyos vagy maradandd egészségkarosodast szenvedne;
adatbizionsdg: a személyes adatok jogosulatlan kezelése, igy kiilondsen jogosulatlan
megszerzése, feldolgozdsa, megvaltoztatisa €s megsemmisitése elleni szervezési, technikai
megoldasok, valamint eljardsi szabalyok Osszessége: az adatkezelés azon allapota, amelyben az
adatok sériilésének, illetéktelen felhasznalasanak, megsemmisiilésének kockdzati tényezdit — és
ezdltal a fenycgetettséget — a szervezési, miszaki megoldasok ¢s intézkedések a minimalisra
csokkentik;

adatkezelési tevékenységek nyilvantartdsa: az adatkezeld altal vezetett a GDPR 30. cikkében
rogzitett tartalmi elemekkel folyamatosan karbantartott nyilvantartas;

adatkezelésért felelds szervezeti egység: az Intézmény azon szervezeli egysége, amelynek
feladatkdrébe tartozik az Intézmény kezelésében 1évd valamely nyilvantartési rendszer
létrehozésa, fenntartasa, illetve lizemeltetése;

—m)—adaivédelmifeliigyeleti hatdsdg: a Nemzeti Adatvédelmi és Informdacioszabadsag Hatdsag (a

n)

tovabbiakban: Feliigyeleti Hatdsag);

adatvédelmi  hatdsvizsgdlat: olyan vizsgalat, amelyet az adatkezelé koteles elvégezni,
amennyiben valamely tervezett adatkezelés — figyelemmel annak jellegére, hatokorére,
koriilményeire és céljaira, ideértve kiilondsen az 1 technologiak alkalmazasanak esetét —
valoszintisithetéen magas kockazattal jar a természetes személyek jogaira €s szabadsagaira
nézve, és amelynek célja annak megallapitisa, hogy a tervezett adatkezelés a személyes adatok
védelmét hogyan érinti. Az adatvédelmi hatasvizsgalat egy olyan eljaras, amelynek soran az
adatkezelé a tervezett adatkezelési miiveletet vagy miveleteket attekinti, megvizsgalja az
adatkezelés érintettekre gyakorolt esctleges hatasét, felméri annak kockazatait, a kockéazatok
kezelésének modjat, és mindezt megfelelden dokumentalja;
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adatvédelmi incidens jellege: személyes adatok megsemmisiilése, személyes adatok jogosulatlan
megsemmisitése, személyes adatok rendelkezésre 4llasanak sériilése, személyes adatok
integritisanak sériilése, személyes adatok elvesziése, személyes adatok jogosulatlan

‘megyvaltoztatdsa, személyes adatok jogosulatlan kézlése vagy jogellenes tovébbitasa, személyes

p)

&)

t)

adatokhoz torténd jogosulatlan hozzaférés, személyes adatok bizalmassdganak sérilése (pl.
titoksértés) stb.

belsé adatvédelmi felelds (BAF) - amennyiben a Kérhdz Belsé Adatvédelmi Felelds személyt
Jelol ki: az osztalyos adatvédelmi feleldsék munkajat, az adatvédelmi tisztviseld tevékenységét a
Jelen Szabélyzat szerint tdmogaté munkavallald;

osztalyos adatvédelmi felelds (OAF): az adatkezelésért felelés szervezeti egység azon, e
feladatkér ellatésara kijelslt munkavallaléja, aki a jelen Szabélyzatban, illetve az adatkezelést
szabalyozd mas belsd szabélyozé dokumentumokban meghatirozottak szerint a szervezeti
egység feladat- és hataskorébe tartozéd adatkezelések tekintetében gondoskodik az adatkezelst
terheld feladatok elvégzésérol.

A szervezeti egység vezetOje az osztilyos adatvédelmi felelds kinevezésekor a munkavéllald
nevét, e-mail cimét és kozvetlen telefonszamat haladéktalanul megkiildi az adatvédelmi
tisztviseld részére az adatvedelem(@bazmkorhaz.hu cimre.

adatvédelmi tisztvisels: a GDPR 37. cikk (6) bekezdés alapjan az adatvédelmi tisztviseld a
Koérhdz munkavallaléjaként vagy szolgaltatasi szerzddés keretében lathatja el a feladatait,
melynek tekintetében kozvetleniil a Fdigazgato iranyitasa alatt all;

dlnevesités (pszeudonimizdlds): a személyes adatok olyan médon torténd kezelése, amelynek
kovetkeztében tovabbi informacidk felhasznaldsa nélkiil t6bbé mar nem allapithaté meg, hogy a
személyes adat mely konkrét természetes személyre vonatkozik, feltéve, hogy az ilyen tovabbi
informéciot kiilén taroljak, és technikai és szervezési intézkedések megtételével biztositott, hogy
azonositott vagy azonosithaté természetes személyekhez ezt a személyes adatot nem lehet
kapcsolni;

deperszonalizdlds (anonimizdlds): a nyilvantartasi rendszerben tarolt személyes adatok koziil a
személyazonositdsra alkalmas adatok eltévolitdsa olyan, visszafordithatatlan madon, hogy a
nyilvéantartdsi rendszerben megmaradé adatok a tovabbiakban semmilyen koérilmények kézott
nem teszik lehetdvé egy természetes személy azonositasat;

dolgozdi személyes adat: az Intézménnyel foglalkoztatdsi céld jogviszonyban allé személyek
adata;

érdekmérlegelési teszt: adatkezelés tervezett bevezetése esetén annak irasbeli dokumentalasa,
hogy az adatkezelé szdmba veite az adatkezelést megalapozé érdekeket, érveket, valamint az
€rintetick személyes adatok védelméhez fiiz6d6 — a tervezett adatkezelés ellen hatd — jogait és
érdekeit, és ezen érdekek és érvek Gsszevetésével megalapozza az adatkezelés bevezetését vagy
a bevezetés elutasitasat;

informatikai szakteriilet: az informatikai rendszerek tizemeltetéséért, az informatikai biztonsag
ellatasaért felelés szervezeti egység vagy egységek, ideértve az Intézmény elektronikus
informécids rendszer biztonsagaért felelés személyét is;

titkositds: az adatok olyan 4talakitisa, melynek sordn az adat értelmezhetetlenné valik a
megfeleld kulcs ismerete nélkiil;
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y)

1.3.

1.4.

16rlés: az adat felismerhetetlenné tétele oly maodon, hogy a helyreallitasa a tovabbiakban mar
nem lehetséges;

iigyvitel: az Intézmény tevékenységére vonatkozo jogszabdlyokban az Intézmény részére
meghatarozott kozfeladatok ellatasaval 6sszefiiggd eljaras.

A Szabalyzat célja

Jelen Szabalyzat célja, hogy biztositsa az Intézmény tevékenysége soran a személyes adatok
védelméhez fiiz6dd jog érvényesiilését, tovabba, hogy az Intézmény altal kezelt személyes
adatok jogosulatlan felhaszndldsdnak megakadalyozasa érdekében meghatdrozza a személyes és
kiilonleges személyes adatok kezelése sordn irdnyadd adatvédelmi szabalyokat.

A Szabalyzat célja tovabba, hogy meghatdrozza azokat a szervezési ¢s technikai intézkedéseket,
amelyek kialakitisaval az I[niézmény gondoskodik a személyes adatok kezelése soran a
személyes adatok biztonsagarol. Erre tekintettel a Szabélyzat az Intézmény altal folytatott
adatkezelési tevékenységek soran figyelembe veendd és kovetendd elveket, rendelkezéseket
tartalmaz. Ezeket az eldirasokat minden egyes adatkezelési folyamat, tevékenység sordn, annak
teljes tartama alatt figyelembe kell venni.

A Szabalyzat tovabbi célja, hogy meghatérozza az Intézmény szervezeli egységeinél vezetett,
személyes adatokat tartalmazo nyilvantartasok vezetésének ¢és az adatvédelmi auditok, illetve az
adatvédelmi szervezet mikodtetésének jogszeril rendjét, valamint biztositsa a személyes adatok
védelme elveinek és az adatbiztonsag kévetelményeinek érvényesiilését.

A Szabalyzat személyi hatalya

Jelen Szabalyzat személyi hatdlya kiterjed az Intézmény munkavallaloira, tovabba azon
természetes személyekre (a tovabbiakban: érintett), akik személyes adatait a jelen Szabalyzat
hatélya ala tartozé adatkezelések tartalmazzék, tovabba azon érintettekre, akik jogait vagy jogos
érdekeit az adatkezelés érinti. Az Intézmény megbizasabol személyes adatok kezelését vagy
feldolgozasat végzék esetén az erre a jogviszonyra az Intézmény dltal kotstt szerzddésben a

— GDPR 28 cilkkénelen . altal megbizott

1.5

9.

adatfeldolgoz6 a feladata ellatédsa sordn hogyan juttatja érvényre jelen Szabalyzat rendelkezéseit.
A Szabilyzat id6ébeli hatalya
Jelen Szabalyzat aldirasdnak napjatél annak modositasaig vagy visszavondsig crvényes. A

Szabalyzat feliilvizsgalatara haromévente kertil sor, mely idé lergvidiil, amennyiben jogszabdlyi,
szakmai, strukturalis vagy egyéb valtozasok sziikségessé teszik a [eliilvizsgalatot.
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1.6. A Szabilyzat tirgyi hatalya

10. A Szabalyzat targyi hatdlya az Intézmény mindazon adatkezeléseire kiterjed — fiiggetleniil attol,
hogy az adatkezelés elektronikusan vagy papiralapon térténik —, amelyek

a) az Intézmény oOnallé adatkezeldi mindségében sajat szervezeti egységeinek mitkddtetése
érdekében végrehajtott adatkezelési miiveletekhez kothetdk,

b) az Intézmény szerzOdéses partnereivel, hatésagokkal és feliigyeleti szervekkel kapcsolatos
adatkezelési miiveletekhez kothetdk,

¢) az Intézmény altal nydjtott egészségiigyi szolgaltatishoz kithetésk.

1.7.  Illetékesség és felelosség

11. Az adatkezelés jogszeriisége érdekében az alabbi illetékességi és feleldsségi koroket biztositja az
Intézmény:

Fbigazgatd

Jelen Szabdélyzat kidolgozasaért felelds: Adatvédelmi Tiszviseld (DPO)

Adatvédelmi Tisztviselé (DPO)

Osztalyos Adatvédelmi Felelés (OAF)

A Szabalyzat hatélya al4 tartozd szervezeti egységek
vezetdi

Adatvédelmi Tisztvisel (DPO)
Osztalyos Adatvédelmi Felelés (OAF)

A Szabdlyzat hatélya ala tartozd szervezeti egységek
dolgozobi

Jelen Szabdlyzat alkalmazasaért felelds:

Jelen Szabalyzat végrehajtasaért felelds:

Féigazgatd

Jelen Szabélyzat ellendrzéséért felelds: Adatvédelmi Tisztviseld (DPO)

2. Az Intézmény adatvédelmi szervezeti felépitése és rendszere

2.1.  Szervezeti és Miikodési Szabalyzat

12. Az Intézmény a vonatkozd jogszabalyok rendelkezései alapjan a Szervezeti és Miikidési
Szabdlyzatdban rogzitette adatvédelmi szervezetének felépitését és rendszerét.
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2.2,

13k

23,

14.

3.1.

15.

16.

Adatvédelmi Szabalyzat

Jelen Szabalyzatban az Intézmény altalinos adatvédelmi szabalyai kerliltek rogzitésre, a
specidlis adatvédelmi szabalyozds a szervezeti egységek miikodési rendjének adatvédelmi
fejezetében és ezek mellékletében keriilnek kifejtésre.

Szervezeti egység szintii osztalyos miikodési rendek

Megfeleld indokoltsag esetén az Intézmény a specialis adatvédelmi szabalyait, a szervezeti
egységek Egységszintli Mikodési Szabalyzataban (a tovabbiakban: EMSZ), azoknak az
adatvédelemrél sz6l6 fejezetében és/vagy a vonatkozo mellékletében rogziti.

Az Intézmény 6nallé adatkezeldi mindségében a szervezeti egységeinek
miikodtetéséhez kapesolodo altalanos adatvédelmi szabalyok

Az adatkezelés jogszeriiségének biztositasa

Személyes adatot kezelni csak meghatarozott célbél, jog gyakorlasa és kotelezettség teljesitése
érdekében lehet. Az adatkezelésnek minden szakaszaban meg kell felelnie ¢ célnak. Kizarolag
olyan személyes adat kezelhetd, amely az adatkezelés céljanak megvalosulasihoz
clengedhetetlen, a cél elérésére alkalmas, csak a ccl megvalosuldsahoz sziikséges mértékben ¢s
ideig. Az adatokat megfelelé intézkedésekkel védeni kell kiiléndsen a jogosulatlan hozzaférés,
megvaltoztatds, tovabbitas, nyilvanossagra hozatal, torlés vagy megsemmisités, valamint a
véletlen megsemmisiilés és sériilés, tovabba az alkalmazott technika megvéltozasabol fakadd
hozzaférhetetlenné valas ellen.

Az Intézmény adatkezeléi tevékenységét a jelen Szabalyzatban foglalt okokbol és célok elérése
érdekében végzi. Az Intézmény mindenkori Féigazgatdja hatdrozza meg az Intézmeény
dolgozoinak adatkezeléssel kapcsolatos feladatait, tevékenységiik célja, hogy tdrvényes és
tisztességes modon, az adatkezelés minden szakaszaban biztositsak az adatok pontossagat,

I3

3.2,

17.

gondoskodjanak az erintelt szemelyes adatainak vedetmerst—jogosutattamr—hozzaferes;
megvaltoztatas, tovabbitas, torlés vagy megsemmisiilés esetén.

Adatkezelés bevezetésével kapcsolatos feladatok

Jogszabalyban elrendelt vagy jogszabédly rendelkezése miatt sziikséges, vagy az Intézmény
dontése alapjan létrehozandé nyilvantartasi rendszer (a tovabbiakban egytitt: adatkezelés)
bevezetése csetén, amennyiben az természetes személyek adatainak kezelésével (beleértve
meglévé nyilvantartisi rendszer adatainak Gj célu felhasznalasaval, ) céli adatkezelés
bevezetésével, nyilvantartisi rendszerbe adatok felvételével, adatok tarolasaval, harmadik
személynek tovabbitdsaval stb.) jar, az adatkezelés bevezetése soran a [dontéselokészités
rendjére vonatkozo belsd szabalyokat] e fejezet rendelkezéseit figyelembe véve kell alkalmazni.
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b)
©)

19.

20.

21,

22.

aa/

ab/

ac/

. Az adatkezelés bevezetése Féigazgatoi utasitdssal torténik. A FOigazgatdi utasitas tartalmazza:

az adatkezelésért feleldos szervezeti egységnek és egyéb szervezeti egységeknek az
adatkezeléssel kapcsolatos feladatait, igy kiilénosen:

az adatok felvételének, modositasanak, torlésének rendje,

adatszolgaltatasi kotelezettségek meghatdrozasa az adatok naprakészen tartisa érdekében,

az adattovébbitas és az ahhoz val6 hozzaférés rendje;

az adatkezelésre vonatkozo kiilénds adatbiztonségi intézkedések meghatarozasa;

mellékletként

a GDPR-nak, az Infotv-nek és egyéb alkalmazandé jogszabélynak megfeleld adatkezelési
tajékoztatot,

hozzajaruldson alapuld adatkezelés esetén a hozzajéruld nyilatkozat mintajét.

Az adatkezelésért felel6s szervezeti egység vezetdjét és az osztalyos adatvédelmi felelését és az
adatvédelmi tisztvisel6t az 1j adatkezelés bevezetésére vonatkozd igény megfogalmazasatdl
kezdve be kell vonni az adatkezelés feltételeinek kidolgozasanak folyamatdba.

Amennyiben az Uj adatkezelés bevezetése tibb szakteriiletet/szervezeti egységet érint, az
adatkezelésért felelds valamennyi érintett szervezeti egység osztilyos adatvédelmi feleldsét be
kell vonni az adatkezelés feltételeinek kidolgozasa folyamatdba. Az informatikai szakteriilet
osztdlyos adatvédelmi felelését/feleléseit minden esetben be kell vonni a folyamatba. A
fejlesztési igényt megfogalmazd szervezeti egység vezetbje az egyéb teriiletek osztalyos
adatvédelmi feleldsei bevondsanak szilkségességérsl, az érintett osztdlyos adatvédelmi
felel6soket €s az adatvédelmi tisztvisel6t értesiti.

Az adatkezelés feltételeinek kidolgozasaban érintett szakteriiletek/szervezeti egységek osztalyos
adatvédelmi felelései kotelesek egymaéssal és az adatvédelmi tisztviselével egyiittmitkddni. Az
adatkezelés feltételeinek kidolgozasaban érintett szakteriiletek/szervezeti egységek osztalyos
adatvédelmi feleldsei tevékenységének koordinalasardl az adatvédelmi tisztviseld gondoskodik.
Az adatkezelés bevezetésével, az adatkezelés feltételeinek meghatérozasaval kapcsolatban

a leend6é adatkezelésért annak targya szerint felelSs szakteriilet/szervezeti egység osztalyos
adatvédelmi felelése (t6bb érintett osztalyos adatvédelmi felelés egymassal egyiittmikodve):
meghatarozza az adatkezelés céljat, az adatkezelés jogalapjat, a kezelendd adatok korét, az
adatkezelés egyéb feltételeit, és ilyen tartalmu javaslatot készit a dontésre jogosultnak [GDPR 4.
cikk 7. és 16. pont];

eldterjesztést tesz a dontésre jogosultnak arr6l, hogy az eltérd célt adatkezelés
Osszeegyeztethetd-e az eredeti céllal, és igy szolgalhat-e a tervezett adatkezelés 1j jogalapjéul
[GDPR 6. cikk (4) bek.];

amennyiben az adatkezelés jogalapja a jogos érdek lehet, elkésziti az érdekmérlegelési teszt
dokumentuménak tervezetét [GDPR 6. cikk (1) bek. f) pont];
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ad/

ae/
af/
ag/
aly/
ai/
aj/

ak/

al/

az adatvédelmi tisztviseld véleményének kikérése utan dokumentdlja az adatvédelmi
hatésvizsgalat el nem végzésének indokait vagy javaslatot tesz a dontésre jogosultnak
adatvédelmi hatasvizsgélat elvégzésére; a dontésre jogosult erre vonatkozd pozitiv dontése
esetén — az informatikai fejlesztéseket, az informatikai architektira tervezést, illetve az IT
lizemeltetést végzd szervezeti egységnél mikodé osztdlyos —adatvédelmi  felelos
kozremiikddésével — elvégzi az adatvédelmi hatasvizsgélatot, elkésziti ennek dokumentumat, és
kikéri rola az adatvédelmi tisztviseld, valamint — ha alkalmazhaté — az érintettek vagy
képviselik véleményét [GDPR 35. cikk (1)-(2) és (9) bek.];

elterjesztést tesz a dontésre jogosultnak arrol, hogy az adatkezelést kozds adatkezelésként
indokolt-e ellatni, illetve indokolt-e adatfeldolgozdt bevonni;

javaslatot tesz automatizalt déntéshozatali modszer, illetve profilalkotdsi médszer alkalmazasara
[GDPR 22. cikk (1) bek.];

megszovegezi a hozzdjaruld nyilatkozatot [GDPR 7. cikk (2) bek.], illetve ha kozos adatkezelés
vagy adatfeldolgozé bevondsa miatt sziikséges, a megfeleld szerzédéses rendelkezéscket;
megfogalmazza az Uj adatkczelésre, vagy a meglévé adatkezelés modositasara vonatkozd
informaciokkal kiegésziti az adatkezelésrdl sz6106 tajékoztatast [GDPR 13-14. cikk];

az adatkezelésrél szold dontést kovetden az informatikai szakterlilet kozremiikddésével
gondoskodik az adatkezelésrdl szolé 0j vagy modositott tdjékoztatds konnyen hozzaférhetd
moédon valo kdzzétételérdl [GDPR 12. cikk (1) bek.];

az adatkezelés bevezetésérdl vald dontést kovetden az adatvédelmi tisztviseld az Adatkezelési
Tevékenységek Nyilvantartdsaban rogziti az 0j adatkezelést, illetve a nyilvantartott adatokban
bekovetkezett valamennyi valtozast [GDPR 30. cikk (1) bek.]

amennyiben ennck sziikségessége felmeriil, egyedi esetben eldterjesziést tesz a dontésre
jogosultnak az érintett vagy harmadik személy létfontossagn érdeke fennallasarol [GDPR 6. cikk
(1) bek. d) pont, 9. cikk (2) bek. d) pont] mint az adatkezelés lehetséges jogeimérdl;

amennyiben ennek sziikségessége felmeriil, egyedi esetben elSterjesztést tesz a dontésre
jogosultnak arrél, hogy személyes adatok harmadik orszégba tovabbithatok-e egyedi ligyekben
[GDPR 49. cikk (1) bek.];

b) |
ba/
bb/
be/

bd/

az informatikai szakteriilet osztalyos adatvédelmi felelései — szervezeti egységiik feladatkorében
— a személyes adatot kezeld rendszer fejlesztése és beszerzése soran kézremiikddnek

a célhoz kotstt adatkezelés és az adattakarékossag elvének megfeleléen gytijtott adatokra
vonatkozoan a beépitett és alapértelmezett adatvédelem elveinek dokumentdlt érvényestilésérdl,
annak biztositasdban, hogy az adathordozhatéség, adattérlés és adattisztitds célt modositasok
szabalyozott és dokumentalt médon valdsuljanak meg;

annak biztositdsdban, hogy az adatvédelmi tajékoztatok és nyilatkozatok konnyen elérhetSk
legyenek az tigyfelek szamara;

annak biztositasdban, hogy az adatkezeléssel kapcsolatos iigyfélrendelkezéseket visszakereshet6
forméban taroljak;
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be/

bf/

bg/

25.

24,

25.

26.

27.

28.

29,

az adatok sértetlenségével, bizalmassaguk megorzésével és lizletmenet-folytonossaggal
kapcsolatos kontrollok (pl. valtozaskezelés, magas rendelkezésre &llas, jogosultsigkezelés,
adatrejtd eljarasok, incidenskezelés tdmogatdsa) tervezéskori érvényesitésében, illetve
dokumentélt meglétében;

az adott adatkezelés kiilonds (az Intézmény ,Informatikai Biztonsdgi Szabdlyzat” irottaktol
eltér6) adatbiztonsagi intézkedések meghatarozasaban;

a dontések eldkészitésében.

A 221. pont alkalmazdsa soran dontésre jogosultnak mindsiil az személy, aki — az Intézmény
Szervezeti és Miikodési Szabdlyzata szerint — az érintett adatkezelés alapjaul szolgald
tevékenységgel kapcsolatban déntésre jogosult, illetve — amennyiben a dontés testiileti
hataskorbe tartozik — a testiileti dontés eldkészitéséért felelds.

A 221. pontban meghatirozott dontések, javaslatok véglegesitése el6tt ki kell kérni az
adatvédelmi tisztviselé véleményét \gy, hogy az adatvédelmi tisztviselének legalabb 10
munkanapja legyen a vélemény adésara.

Az adatvédelmi tisztviseld véleményének kikéréséhez olyan dokumentumot/leirast kell
benyujtani, amely kelld részletességgel meghatérozza az adatkezelés céljat, az adatkezelés
jogalapjat, a kezelend6 adatok korét, az adatkezelés egyéb feltételeit, illetve az egyéb dontési
javaslatokat.

Az adatvédelmi tisztviseld adatvédelmi jogi tAmogatést nyujt az osztdlyos adatvédelmi felelds
altal elokészitett, megszovegezett, adatkezeléshez kapcsolédé dokumentumok elkészitésében és
kézremiikodik azok véglegesitésében.

A végleges dokumentumok szakmai megfeleléségéért a dokumentum létrehozasat
kezdeményezd osztilyos adatvédelmi felelds, az adatvédelmi megfeleléségéért az adatvédelmi
tisztviseld, az informatikai, informéaciobiztonsigi megfeleldségért pedig az informatikai
szaktertilet a felel6s. Abban az esetben, ha barmely teriilet eltér a megfogalmazott szakmai,
adatvédelmi vagy informdaciobiztonsagi éllasfoglalasoktdl, az eltérésért, illetve a végleges
dokumentumért az adatvédelmi tisztviselé vagy az informaciébiztonsagi szakteriilet semmilyen
felelésséggel nem tartozik.

Amennyiben az adatkezelés feltételei kidolgozdsaban részt vevé osztilyos adatvédelmi felelssok
kozdtt véleményeltérés van, illetve a Jogi Osztily vagy az informatikai szakteriilet kifogast
fogalmaz meg, az adatvédelmi tisztviseld — sziikség esetén az osztalyos adatvédelmi felelésskkel
€s a véleményezokkel vald konzultéci6 utdn — javaslatot tesz a lehetséges megoldésra.

Az adatvédelmi tisztviseld véleményét az adatkezelés bevezetésérdl vald dontést kezdeményezd
eloterjesztésben ismertetni kell. Az adatvédelmi tisztviseld véleményétsl valo eltérést az
eléterjesztésben részletesen meg kell indokolni.
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3.3.

30.

3.4.

33

Dokumentalisi kotelezettség

Az Intézmény felelés a személyes adatok kezelésére vonatkozo alapelvek [GDPR 5. cikk (1)
bek.] betartasaért. Az Intézménynek képesnek kell lennie a személyes adatok kezelésére
vonatkozd alapelvek betartdsanak igazolasara [GDPR 5. cikk (2) bek.]. A megfeleloség
igazolasa kiilonosen az adatkezeléshez kapcsolodd dontéseket megalapozo koriilmények és a
déntések (pl. az adatkezelés feltételeit meghatarozo dontés elokészitd iratok), az érintetteknek
sz0l6 adatkezelési téjékoztatok, az érintett§l szarmazd nyilatkozatok (pl. hozzdjarulo
nyilatkozatok, az adatkezelési tdjékoztaté megismerését igazolo dokumentumok), tovabba a
személyes adatokat tartalmazé (elektronikus vagy papir alapu) dokumentumok szervezeten
beliili vagy azon kiviili mozgasanak megfelelé dokumentalasaval (orténik.

. A megfeleléség igazoldsa adatvédelmi incidens esetén kiilondsen az incidenssel érintettek

kérének, az incidenssel érintett személyes adatok korének, az incidens kezelése soran tett
intézkedéseket megalapozé koriilmények és a dontések dokumentdldséval (orténik. Az
Intézmény — a GDPR 33. cikkének megfeleléen — nyilvantartdst vezet a bekdvetkezett
incidensekkel kapcsolatos tényekrol és intézkedésekrol.

Adatkezelési Tevékenységek Nyilvantartasa

Adatkezelési tevékenységekrél adatkezelési célonként az Intézmény adatkezelési nyilvantartast
vezet az Adatkezelési Tevékenységek Nyilvantartasaban.

Adatfeldolgozoi szerzodések

Amennyiben harmadik orszagbeli adatfeldolgozéd igénybevétele meriil fel, el6szor abban a
kérdésben kell donteni, hogy a harmadik orszdgbeli adatfeldolgozé képes-e a GDPR-nak
megfeleld adatbiztonségi kdvetelmények teljesitésére. Amennyiben a harmadik orszagbeli
adatfeldolgozd nem képes a GDPR 4dltal elvart adatbiztonsagi kovetelmények érvényesitésére,
illetve nem tud a GDPR szerinti garancidkat nyGjtani a személyes adatok kezelésére, az
adatfeldolgozéval nem kothetd. Az adatkezelési nyilvantartasok listdjat jelen Szabalyzat

34,
a)
b)
c)
d)

MB=69=02/V02 mettiekiete tartatnmazza

Az adatkezelési nyilvantartds valamennyi, az Intézmény altali adatkezelés esetén tartalmazza:
az adatkezelés céljat,

az adatkezelés jogalapjat,

az érintettek korét,

az érintettekre vonatkozd személyes adatok kategoridit,

az adatok forrasat (opcionalis),

az adatok kezelésének idétartamat vagy az adattorlés ideje megallapitdsdnak szempongjait,
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g)

h)

i)
i)
k)

D

n)
0)
p)
Q)
r)

33.

37.

38.

39.

a tovabbitott adatok fajtdjit, cimzettjét és a tovabbitds jogalapjat, ideértve a harmadik
orszdgokba irdnyuld, valamint nemzetkozi szervezethez torténd adattovabbitasokat és azok
garanciainak leirdasat is,

az adatfeldolgozo6 nevét és cimét, a tényleges adatkezelés, illetve az adatfeldolgozas helyét és az
adatfeldolgozonak az adatkezeléssel 8sszefliggd tevékenységét,

az alkalmazott adatfeldolgozasi technolégia jellegét (opcionilis);

az alkalmazott automatizalt dontéshozatali logikdkat (opcionalis);

az adatkezeld, valamint kozos adatkezelés esetén a koézos adatkezelok megnevezdsét és
elérhetoségét,

az adatkezelésért felelds szervezeti egység megnevezését, az adatokhoz hozzaférésre jogosult
személyek korét (munkakér) [opcionalis],

az adatvédelmi tisztviseld nevét és elérhetdségét,

az adatkezelés modszerét (manualis, szamitogépes, vegyes),

ha lehetséges, az adatbiztonsagi intézkedések altalanos leirasat,

az archivalds modjat, gyakorisagat (opcionalis),

az adatbiztonsagi kockazati besorolast (opcionalis),

az érdekmérlegelési teszt és a hatasvizsgalati dokumentum elérhetéségét (opcionalis).

Az Adatkezelési Tevékenységek Nyilvantartdsdnak célja az Intézmény mint adatkezel
adatkezelési tevékenysége atlathatosdganak biztositdsa, és ezzel az esetleges felesleges,
parhuzamos adatkezelések elkeriilése.

. Az Intézmény adatvédelmi tisztvisel6je az Adatkezelési Tevékenységek Nyilvantartisdba valo

betekintést — a Feliigyeleti Hatosag képviseldin kivill — az Intézmény érintett szakteriiletei,
tovabba a kozos adatkezelést érinté rész tekintetében a kozos adatkezeld részére biztositja.

A nyilvantartasi céli adatallomanyt kezel szervezeti egység vezetdje az uj adatdllomany
kialakitasat a tevékenység megkezdése elétt 5 munkanappal bejelenti az adatvédelmi
tisztviselOnek, aki azt az Adatkezelési Tevékenységek Nyilvéntartisiba bejegyzi.

Az Adatkezelési Tevékenységek Nyilvantartisaba bejelentett adatok valtozdsat vagy az
adatkezelés megsziinését az adatkezelésért felelés szervezeti egység vezetdje S munkanapon
beliil koteles bejelenteni az adatvédelmi tisztviseldnek, aki ennek megfeleléen modositja az
Adatkezelési Tevékenységek Nyilvantartasdnak adatait.

Az Adatkezelési Tevékenységek Nyilvantartdsaval dsszefiiggésben az adatvédelmi tisztviseld:
biztositja, hogy az adatkezelések bevezetését megelézd dontéselékészités sordn az érintett
szakteriiletek az adatkezelési tevékenységek nyilvantartdsa adatait megismerhessék a felesleges,
parhuzamos adatkezelések elkeriilése, illetve az 0j adatkezelésnek a meglévé adatkezelésekhez
valo illeszkedése érdekében;

ellendrzi az adatkezelések, kozos adatkezeldk, illetve adatfeldolgozok adatainak az Adatkezelési
Tevékenységek Nyilvantartasaba torténd rogzitését és jelzi az adatkezelésért felelds szervezeti
egység vezet6jének a hidnyos, hibas vagy valdsziniileg megvaltozott adatokat, informécidkat;

a Jogi Osztillyal egyiittmiikddve figyelemmel kiséri az adatkezelést érintd jogszabalyok
valtozasat és a sziikséges mddositasokra felhivja az osztalyos adatvédelmi felel6sok figyelmét;

15745



Ozdi Almisi Balogh Pal Kérhiz
3600 Ozd, Béke utca 1-3.

Adatvédelmi szabalyzat

dokumentum kédja: MB-69 valtozat szama: 02

d) a Feliigyeleti Hatésig megkeresésére vagy hatosagi eljardsa sordn adatot szolgaltat az
Adatkezelési Tevékenységek Nyilvantartasabol.

3.6. Az érintetti jogok gyakorlisinak altalinos szabalyai

40. Az Intézménynek el kell segitenie az érintetti jogok gyakorlasat.

41. Az Intézménynek az érintett részére a személyes adatok kezelésére vonatkozo valamennyl1
informaciét és minden egyes tdjékoztatdst tomor, atlathato, értheté és kénnyen hozzaférhetd
forméban, vildgosan és kozérthetden megfogalmazva kell ny@jtania, kiilonésen a gyermekeknek
cimzett barmely informacié esetében. Az informaciokat frasban vagy mas modon — 1decrtve
adott esetben az clektronikus utat is — kell megadni. Az érintett kérésére szobeli tajékoztatds is
adhato, feltéve, hogy mas modon igazoltak az érintett személyazonossagat.

42. Az Intézmény indokolatlan késedelem nélkiil, de mindenféleképpen a kérelem beérkezésétol
szamitott 25 napon beliil tdjékoztatja az érintettet a jogai gyakorldsara iranyuld kérelme nyoman
hozott intézkedésekrsl. E hataridé a GDPR-ban irt feltételekkel tovabbi két hénappal
meghosszabbithato, amelyrdl az érintettet tdjékoztatni kell.

43. Ha az adatkezeld nem tesz intézkedéseket az érintett kérelme nyoman, késedelem nélkiil, de
legkésébb a kérelem beérkezésétél szamitott egy honapon belil tdjekoztatja az érintettet az
intézkedés elmaradasdnak okairol, valamint arrél, hogy az érintett panaszt nydjthat be valamely
Feliigyeleti Hatdsagnal, és élhet birdsagi jogorvoslati jogdval.

44, Az Intézmény az informacidkal és az érintett jogairol szdlo tdjékoztatast és intézkedest
dijmentesen biztositja, azonban a GDPR-ban irt esetekben dij szdmithato fel.

45. A részletes szabalyok a GDPR 12. cikke (Atlathato tdjékoztatas, kommunikacié és az érintett
jogainak gyakorlasara vonatkozo intézkedések) alatt taldlhatok.

46. Az érintett jogosult arra, hogy az adatkezeléssel Gsszefiiggd tényekrdl és informaciokrol az
adatkezelés megkezdését megelézden tajékoztatast kapjon. Ennek keretében az érintettet
tajékoztatni kell [GDPR 13-14. cikk].

47. Az adatkezeld a fentiek szerinti tdjékoztatast az aldbbiak szerint adja meg:

a) a szemelyes ad‘llOk kezelesenek konk1et korulmenye1t tekintetbe véve, a személyes adatok

: 2 - : dnapon beliil;

b) ha a személyes adatokat az érintette]l valé kapcsolattartas céljara hasznaljak, legalabb az
érintettel valo els6 kapcesolatfelvétel alkalmaval; vagy

¢) ha véarhatéan mas cimzettel is kizlik az adatokat, legkés6bb a személyes adatok elso alkalommal
valo kozlésekor.

48. Ha az adatkezeld a személyes adatokon a megszerzésik céljatdl eltéréo célbol tovabbi
adatkezelést kivan végezni, a tovabbi adatkezelést megeldzéen (djékoztatnia kell az érintettet
errdl az eltérd célrol és minden relevans kiegészitd informaciorol.

49. Az elézdekben leirtakat nem kell alkalmazni, ha és amilyen mértékben:

a) az érintett mar rendelkezik az informaciokkal;
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b)

d)

50.

51,

52.

54.

3.

56.

a széban forgd informaciok rendelkezésre bocsdtasa lehetetlennek bizonyul vagy arinytalanul
nagy erbfeszitést igényelne, kiilondsen a kozérdekil archivalas céljabol, tudomanyos és
torténelmi kutatasi célbol vagy statisztikai célbol, a Rendelet 89. cikk (1) bekezdésében foglalt
feltételek és garanciak figyelembevételével végzett adatkezelés esetében, vagy amennyiben a
GDPR 14. cikk (1) bekezdésében emlitett kitelezettség valdsziniisithetéen lehetetlenné tenné
vagy komolyan veszélyeztetné ezen adatkezelés céljainak elérését. Ilyen esctekben az
adatkezelonek megfelelé intézkedéseket kell hoznia — az informéciok nyilvanosan elérhetévé
tételét is ideértve — az érintett jogainak, szabadsdgainak és jogos érdekeinek védelme érdekében;
az adat megszerzését vagy kozlését kifejezetten eldirja az adatkezeldre alkalmazandé unids vagy
tagallami jog, amely az érintett jogos érdekeinek védelmét szolgalo megfeleld intézkedésekrdl
rendelkezik; vagy

a személyes adatoknak valamely uniés vagy tagillami jogban eldirt szakmai titoktartasi
kételezettség alapjdn, ideértve a jogszabalyon alapulé titoktartasi kotelezettséget is, bizalmasnak
kell maradnia.

Az érintett jogosult arra, hogy az adatkezel$tdl visszajelzést kapjon arra vonatkozodan, hogy
személyes adatainak kezelése folyamatban van-e, és ha ilyen adatkezelés folyamatban van,
jogosult arra, hogy a személyes adatokhoz hozzaférést kapjon (GDPR 15. cikk).

Ha személyes adatoknak harmadik orszagba vagy nemzetkdzi szervezet részére torténd
tovabbitaséra keriil sor, az érintett jogosult arra, hogy tajékoztatast kapjon a tovabbitdsra
vonatkozdan a GDPR 46. cikk szerinti megfelelé garanciakrol.

Az Intézménynek az adatkezelés targyat képezé személyes adatok masolatit az érintett
rendelkezésére kell bocsdtania. Az érintett 4ltal kért tovabbi masolatokért az adatkezel az
adminisztrativ koltségeken alapuld, ésszeri mértékii dijat szamithat fel. Ha az érintett
elektronikus dton nyujtotta be a kérelmet, az informacidkat széles korben hasznalt elektronikus
formatumban kell rendelkezésre bocsatani, kivéve, ha az érintett masként kéri. A mésolat

igénylésére vonatkoz6 jog nem érintheti hatranyosan mésok jogait és szabadsagait [GDPR 15.
cikk].

. Az érintett jogosult arra, hogy kérésére az Adatkezel6 indokolatlan késedelem nélkiil helyesbitse

a rd vonatkozd pontatlan személyes adatokat.

Figyelembe véve az adatkezelés céljat, az érintett jogosult arra, hogy kérje a hidnyos személyes
adatok — egyebek mellett kiegészité nyilatkozat wtjan térténd — kiegészitését is [GDPR 16. cikk].
Az érintett jogosult arra, hogy kérésére az adatkezeld indokolatlan késedelem nélkiil tordlje a ra
vonatkoz6 személyes adatokat, az adatkezeld pedig koteles arra, hogy az érintettre vonatkozo
személyes adatokat indokolatlan késedelem nélkiil térslje [GDPR 17. cikk].

Ha az Intézmény nyilvanossdgra hozta a személyes adatot és az elébbi pont értelmében azt
tordlni koteles, az elérhetd technoldgia és a megvaldsitas koltségeinek figyelembevételével
megteszi az €sszeriien elvarhatd lépéseket — ideértve technikai intézkedéseket — annak
crdekében, hogy tdjékoztassa az adatokat kezelé adatkezeléket, adatfeldolgozokat, hogy az
érintett kérelmezte téliik a szoban forgé személyes adatokra mutaté linkek vagy e személyes
adatok masolatanak, illetve masodpéldanyanak torlését.
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57. Az eléz6 két pont nem alkalmazand6, amennyiben az adatkezelés sziikséges:

a) avéleménynyilvanitas szabadsagahoz és a téjékozodashoz vald jog gyakorlasa céljabol,

b) a személyes adatok kezelését eléiro, az adatkezelére alkalmazandd uniés vagy tagallami jog
szerinti kotelezettség teljesitése, illetve kozérdekbél vagy az adatkezelére ruhazott kozhatalmi
jogositvany gyakorlasa keretében végzett feladat végrehajtasa céljabol;

¢) a GDPR 9. cikk (2) bekezdése h) és i) pontjanak, valamint a GDPR 9. cikk (3) bekezdésének
megfelelden a népegészségiigy teriiletét érintd kozérdek alapjan;

d) a GDPR 89. cikk (1) bekezdésével dsszhangban a kozérdeki archivalas céljabol, tudomanyos €s
torténelmi kutatisi célbol vagy statisztikai célbol, amennyiben az valészinlsithetden
lehetetlenné tenné vagy komolyan veszélyeztetné ezt az adatkezelést; vagy

e) jogiigények elbterjesztéséhez, érvényesitéschez, illetve védelméhez [GDPR 17. cikk].

58. Az érintett jogosult arra, hogy az Intézmény korldtozza az adatkezelést, ha a jogszabalyban
meghatdrozott feltételek teljestilnek [GDPR 18. cikk].

59. Az érintett jogosult arra, hogy kérésére az Adatkezel korlatozza az adatkezelést, ha az aldbbiak
valamelyike teljesiil:

a) az érintett vitatja a személyes adatok pontossagat, ez esetben a korlatozas arra az idétartamra
vonatkozik, amely lehetévé teszi, hogy az adatkezeld ellendrizze a személyes adatok
pontossagat;

b) az adatkezelés jogellenes, és az érintett ellenzi az adatok torlését, €s ehelyett kéri azok
felhaszndlasanak korlatozasat;

¢) az adatkezeldnek mér nincs sziiksége a személyes adatokra adatkezelés céljabol, de az érintett
igényli azokat jogi igények eléterjesztéséhez, €rvényesitéséhez vagy védelméhez; vagy

d) az érintett a GDPR 21. cikk (1) bekezdése szerint tiltakozott az adatkezelés ellen; ez esetben a
korlatozas arra az idotartamra vonatkozik, amig megéllapitasra nem keriil, hogy az adatkezeld
jogos indokai elsébbséget élveznek-e az érintett jogos indokaival szemben.

60. Az adatkezelé minden olyan cimzettet tajékoztat valamennyi helyesbitésrdl, orlésrol vagy
adatkezelés-korlatozasrol, akivel, illetve amellyel a személyes adatot kozolték, kivéve, ha ez
lehetetlennek bizonyul, vagy ardnytalanul nagy erdfeszitést igényel. Az érintettet kérésére az
adatkezelé tajékoztatja e cimzettekrdl [GDPR 19. cikk].

— 61 Az érintett ) ar v A ra 5, dltala egy adatkezeld rendelkezésére bocsatott
személyes adatokat tagolt, széles korben hasznalt, géppel olvashato formatumban megkapja,
tovabba jogosult arra, hogy ezeket az adatokat egy maésik adatkezel6nek tovabbitsa anélkiil,
hogy ezt akadilyozna az az adatkezeld, amelynek a személyes adatokat a rendelkezésére
bocsatotta, ha

a) az adatkezelés a GDPR 6. cikk (1) bekezdésének a) pontja vagy a GDPR 9. cikk (2)
bekezdésének a) pontja szerinti hozzdjarulason, vagy a GDPR 6. cikk (1) bekezdésénck b)
pontja szerinti szerzédésen alapul €s

b) az adatkezelés automatizalt modon torténik.

62. A fenti esetekben az érintett kérheti a személyes adatok adatkezelok kozotti kodzvetlen
tovabbitasat is.
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63.

64.

65.

66.

67.

68.

69.

70.

Az Intézet — az egészségligyi szolgaltatisaval §sszefiiggd — adatkezel6i tevékenysége Eiitv.-ben
foglalt jogi kételezettségek alapjan, a GDPR. 6. cikk (1) bekezdésének c), d) és e) alapjan
torténik, valamint az adatkezelés nem automatizalt formaban térténik, azért ezekben az
esetekben az adathordozhatésaghoz valo jog nem illeti meg az érintettet.

Az adathordozhatésagra és tovabbitasra iranyuld kéréseket az Intézet Féigazgatojanak cimzett
kérelemben kell megfogalmazni.

Az adathordozhatésdghoz vald jog nem alkalmazandd abban az esetben, ha az adatkezelés
kozérdekii vagy az adatkezel6re ruhazott kozhatalmi jogositvanyai gyakorldsdnak keretében
vegzett feladat végrehajtdsdhoz sziikséges. E jog nem érintheti hatranyosan masok jogait és
szabadsagait [GDPR 30. cikk].

Az érintett jogosult arra, hogy a sajat helyzetével kapcsolatos okokbol barmikor tiltakozzon
személyes adatainak [GDPR 6. cikk (1) bekezdés e) pont] kozérdeken, kozfeladat végrehajtasan,
vagy jogos érdeken alapulo kezelése ellen, ideértve az emlitett rendelkezéseken alapuld
profilalkotast is. Ebben az esetben az adatkezelé a személyes adatokat nem kezelheti tovabb,
kivéve, ha az adatkezeld bizonyitja, hogy az adatkezelést olyan kényszerit$ erejii jogos okok
indokoljak, amelyek elsobbséget élveznek az érintett érdekeivel, jogaival és szabadsagaival
szemben, vagy amelyek jogi igények elbterjesztéséhez, érvényesitéséhez vagy védelméhez
kapcsolddnak.

Ha a személyes adatok kezelése kozvetlen tizletszerzés érdekében torténik, az érintett jogosult
arra, hogy barmikor tiltakozzon a ré vonatkozo6 személyes adatok e célbdl torténd kezelése ellen,
ideértve a profilalkotast is, amennyiben az a kozvetlen iizletszerzéshez kapcsolédik. Ha az
érintett tiltakozik a személyes adatok kozvetlen lizletszerzés érdekében torténd kezelése ellen,
akkor a személyes adatok a tovabbiakban e célbdl nem kezelhetdk.

Ezen jogokra legkésobb az érintettel vald els6 kapcsolatfelvétel sordn kifejezetten fel kell hivni
annak figyelmét, és az erre vonatkozo tdjékoztatast egyértelmiien és minden mas informaciotodl
elkiilonitve kell megjeleniteni.

Az érintett a tiltakozashoz valé jogot miiszaki el6irasokon alapuld automatizalt eszkdzokkel is
gyakorolhatja.

Ha a személyes adatok kezelésére a GDPR 89. cikk (1) bekezdésének megfelelden tudoményos
és torténelmi kutatdsi célbdl vagy statisztikai célb6l keriil sor, az érintett jogosult arra, hogy a
sajat helyzetével kapcsolatos okokbdl tiltakozhasson a rd vonatkozd személyes adatok kezelése

ellen, kivéve, ha az adatkezelésre kozérdekil okbol végzett feladat végrehajtasa érdekében van
sziikség [GDPR 21. cikk].

. Az érintett jogosult arra, hogy ne terjedjen ki r4 az olyan, kizarélag automatizalt adatkezelésen —

ideértve a profilalkotast is — alapulé dontés hatdlya, amely rd nézve joghatassal jérna vagy 6t
hasonl6képpen jelentds mértékben érintené [GDPR 22. cikk].

. Ez a jogosultsdg nem alkalmazandd abban az esetben, ha a dontés:

az érintett és az Intézmény kozotti szerzddés megkdtése vagy teljesitése érdekében szikséges;
meghozatalat az adatkezel6re alkalmazand6 olyan uniés vagy tagallami jog teszi lehetové, amely
az €rintett jogainak €s szabadsdgainak, valamint jogos érdekeinek védelmét szolgalé megfeleld
intézkedéseket is megallapit; vagy

az €rintett kifejezett hozzajarulasan alapul.
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73

74.

%

a)
b)

¢)
d)

y
g)

h)

1)
)

. Az Intézmény kételes megfeleld intézkedéseket tenni az érintett jogainak, szabadsigainak es
jogos érdekeinek védelme érdekében, ideértve az érintettnek legaldbb azt a jogat, hogy az
adatkezeld részérél emberi beavatkozast kérjen, allaspontjét kifejezze, és a dontéssel szemben
kifogast nytjtson be.

Az Intézményre vagy adatfeldolgozdjara alkalmazandd unios vagy tagallami jog jogalkotasi
intézkedésekkel korlatozhatja jogok és kotelezettségek (GDPR 12-22. cikk, 34. cikk, 5. cikk)
hatalyat, ha a korlatozas tiszteletben tartja az alapvetd jogok és szabadsagok lényeges tartalmat.
Az Intézményre vagy adatfeldolgozojéra alkalmazand6 unids vagy tagallami jog jogalkotasi
intézkedésekkel korlatozhatja a GDPR 12-22. cikkben és a 34. cikkben foglalt, valamint a 12—
22. cikkben meghatarozott jogokkal és kotelezettségekkel Osszhangban 1évd rendelkezései
tekintetében az 5. cikkben foglalt jogok és kotelezettségek hatalyat, ha a korldtozas tiszteletben
tartja az alapveté jogok és szabadsdgok lényeges tartalmt, valamint az alabbiak védelméhez
sziikséges és ardnyos intézkedés egy demokratikus tarsadalomban:

nemzetbiztonsag;

honvédelem,;

kozbiztonsag;

biincselekmények megeldzése, nyomozasa, felderitése vagy a vadeljéras lefolytatasa, illetve
biintetéjogi szankciok végrehajtisa, beleértve a kozbiztonsagot fenyegetd veszélyekkel
szembeni védelmet és e veszélyek megel6zését;

az Uni6é vagy valamely tagallam egyéb fontos, altalanos kozérdekd célkitiizései, kiildndsen az
Uni6 vagy valamely tagallam [ontos gazdasagi vagy pénziigyi érdeke, beleértve a monetiris, a
koltségvetési és az addzasi kérdéseket. a népegészséaiigyet és a szocidlis biztonsagot:

a biroi figgetlenség és a birosagi eljardsok védelme;

a szabalyozott foglalkozasok esctében az etikai vétségek megeldzése, kivizsgalasa, felderitése ¢s
az ezekkel kapcsolatos eljarasok lefolytatésa,

az a)-e) és a g) pontban emlitett esetekben — akar alkalmanként — a kézhatalmi feladatok
ellataséhoz kapesolddd ellendrzési, vizsgalati vagy szabalyozasi tevékenység;

az érintett védelme vagy masok jogainak és szabadsagainak védelme;

polgari jogi kovetelések érvényesitése.

tartalmaznak legaldbb:

az adatkezelés céljaira vagy az adatkezelés kategoriaira,

a személyes adatok kategoéridira,

a bevezetett korlatozasok hatalyara,

a visszaélésre, illetve a jogosulatlan hozzaférésre vagy tovabbitds megakadilyozasat célzo
garanciakra,

az Adatkezel meghatarozésara vagy az Adatkezeldk kategoriainak meghatarozasara,

az adattarolds id6tartamara, valamint az alkalmazandd garancidkra, figyelembe véve az
adatkezelés vagy az adatkezelési kategoriak jellegét, hatdlyat és céljait,

az érintettek jogait €s szabadsagait érintd kockazatokra, €s
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h)

7.

78.

79,

80.

81.

82.

83.

84.

85.

86.

az €rintettek arra vonatkozd jogara, hogy tajékoztatast kapjanak a korlatozasrél, kivéve, ha ez
hatranyosan befolyasolhatja a korlatozas céljat [GDPR 23. cikk].

Az érintett jogosult arra, hogy hozzajarulasat barmikor visszavonja, kivéve a jogi kotelezettség
teljesitésére vonatkozé igényét. A hozzdjarulds visszavondsa nem érinti a hozzéjaruldson
alapuld, a visszavonds el6tti adatkezelés jogszeriiségét.

Az érintett jogosult arra, hogy panaszt tegyen a Feliigyeleti Hatdsagnal a https://www.naih.hu/
internetes oldalon kozzétett elérhetéségeken — illetve a szokdsos tartozkodasi helye, a
munkahelye vagy a feltételezett jogsértés helye szerinti tagallam Feliigyeleti Hatosagnal —, ha az
érintett megitélése szerint a rd vonatkozo személyes adatok kezelése jogsértd [GDPR 77. cikk].
Az egyéb kozigazgatasi vagy nem birdsagi titra tartoz6 jogorvoslatok sérelme nélkiil, minden
természetes €s jogi személy jogosult a hatékony birésagi jogorvoslatra a feliigyeleti hatosdg ra
vonatkozo, jogilag kotelezd erejii dontésével szemben [GDPR 78. cikk].

Az egy€b kozigazgatasi vagy nem birdsagi Gtra tartozé jogorvoslatok sérelme nélkiil minden
érintett jogosult a hatékony birésagi jogorvoslatra, ha a GDPR 55. vagy 56. cikk alapjan
illetékes feliigyeleti hatésdg nem foglalkozik a panasszal, vagy harom hénapon beliil nem
tajékoztatja az érintettet a GDPR 77. cikk alapjan benytijtott panasszal kapcsolatos eljarasi
fejleményekrél vagy annak eredményérél.

A feliigyeleti hatosdggal szembeni eljarast a feliigyeleti hatosag székhelye szerinti tagallam
bir6saga eldtt kell meginditani.

Ha a feliigyeleti hatésag olyan dontése ellen inditanak eljarast, amellyel kapcsolatban az
egységességi mechanizmus keretében a Testiilet elézéleg véleményt bocsétott ki vagy dontést
hozott, a feliigyeleti hatosag kételes ezt a véleményt vagy dontést a birésagnak megkiildeni.

A rendelkezésre allo kozigazgatdsi vagy nem birdsagi ttra tartozé jogorvoslatok — koztik a
Felligyeleti Hatdsdgnal torténd panasztételhez vald jog — sérelme nélkiil, minden érintett
hatékony birdsagi jogorvoslatra jogosult, ha megitélése szerint a személyes adatainak nem a
GDPR rendelkezéseinek megfeleld kezelése kovetkeztében megsértették a GDPR szerinti jogait
[GDPR 79. cikk].

Az adatkezelével vagy az adatfeldolgozéval szembeni eljarist az adatkezeld vagy az
adatfeldolgozd tevékenységi helye szerinti tagéllam biréséga elott kell meginditani. Az ilyen
eljaras megindithat6 az érintett szokésos tartozkodasi helye szerinti tagallam birdsaga elbtt is,
kivéve, ha az adatkezeld vagy az adatfeldolgozé valamely tagallamnak a kzhatalmi jogkorében
eljaré kozhatalmi szerve.

Minden olyan személy, aki az adatvédelmi rendelet megsértésének eredményeként vagyoni vagy
nem vagyoni kart szenvedett, az elszenvedett karért az adatkezel6tdl vagy az adatfeldolgoz6tol
kartéritésre jogosult.

Az adatfeldolgozé abban az esetben tartozik felelésséggel az adatkezelés altal okozott kédrokeért,
ha nem tartotta be a jogszabalyban meghatrozott, kifejezetten az adatfeldolgozokat terheld

kételezettségeket, vagy ha az adatkezeld jogszerii utasitdsait figyelmen kiviil hagyta vagy
azokkal ellentétesen jart el.
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87. Ha tsbb adatkezels vagy tobb adatfeldolgozé vagy mind az adatkezeld, mind az adatfeldolgozo
érintett ugyanabban az adatkezelésben, és felelosséggel tartozik az adatkezelés dltal okozott
karokért, minden egyes adatkezelé vagy adatfeldolgozo egyetemleges felel6sséggel tartozik a
teljes karért. Az adatkezeld, illetve az adatfeldolgozo mentesiil a feleldsség alol, ha bizonyitja,
hogy a kart eléidézd eseményért 6t nem terheli felel6sség.

J Az adatkezelési tevékenység nyilvdnossdga

88. Az Intézmény a hitp://www.ozdikorhaz.hu/ cimen sajat honlapot iizemeltet.
A honlapon kozzé kell tenni:

a) az Intézmény adatvédelmi tisztvisel6jénck nevét és elérhet6ségeit;

b) az Intézmény eldzetes adatkezelési tajékoztatojat.

89. Az Intézmény honlapjan el kell helyezni az internetes oldalra vonatkozo

a) impresszumot,

b) jogi nyilatkozatot,

c) adatkezelési tajékoztatot,

d) siiti tajékoztatot,

e) egyéb relevans dokumentumot (pl. betegtajékoztatokat, formanyomtatvanyokat).

90. Az Intézmény az Orszdgos Korhdzi Iéigazgatdsag  megbizasabol kidolgozott
mintadokumentumok (pl. adatkezelési tdjékoztatd, hozzdjaruld nyilatkozat) Intézményre adaptalt
valtozatat is alkalmazza a tevékenysége sordn.

91. Az Intézmény szervezeti egységeinek vezetdi gondoskodnak arrél, hogy a szervezeti egyscg
tevékenységeinek helyszinén az Intézmény altalanos adatkezelési tdjékoztatojan kivil az adott
szervezeti egység tevékenységi korébe tartozd adatkezelésekrdl szolo kiilonds adatkezelési
tajékoztatok kinyomtatott formaban is rendelkezésre dlljanak.

92. Az Intézmény kezelésében lévé kozérdekii adatok és kozérdekbdl nyilvénos adatok

kozzétételérdl, illetve rendelkezésre bocsétasarol kildén ,,A kézérdekil és a kozérdekbol

nyilvinos adatok kezelésének rendje” szabélyzat rendelkezik.

A . v FYSEme azetd osztalye datvedeln elelosoic

(=]

kézremiikddésével gondoskodnak arrél, hogy az Intézményben kezelt vagy az Intézménnyel mas

moédon kapesolatba keriilé gyermekek az adataik kezelésével kapesolatos tdjékoztatast a

gyermek szaméra vilagos és elérheté modon megkapjak. A tdjékoztatas az alabbi moédokon

torténhet:

a) a gyermek torvényes képviseléje utjan: a gyermeket érintd adatkezelésrdl a gyermekkel
kapcsolatba 1épé munkavallalé irdsban tdjékoztatja a gyermek tSrvényes képviselGjét, és irasban
nyilatkoztatja arra vonatkozéan, hogy a téjékoztatast kozli a gyermekkel;

b) a gyermek vagy a torvényes képviseld kifejezett kérésére a gyermekkel kapcsolatba 1€po

munkavallalé — a fentieken tilmenden — biztositja a gyermek részére a rvid, szobeli

tajékoztatast is az adatai kezelésével kapcsolatban;
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c) amennyiben a gyermek életkora és érettsége lehetévé teszi, a gyermekkel kapcsolatba 1épd
munkavallalo irdsban kozvetleniil a gyermeket is tdjékoztatja az adatkezelésrél. A specidlis,
gyermekeknek szolé tajékoztaté dokumentumot az adatvédelmi tisztviselé késziti el az
Intézmény szervezeti egységeinek osztalyos adatvédelmi felelései bevondsdval. A kiilnbozd
életkort gyermekek szamaéra a gyerekek életkordhoz igazodd tartalmu tajékoztaté anyagot kell
késziteni.

94. Az Intézmény szervezeti egységeinek vezetdi az osztilyos adatvédelmi felel6ssk
kozrem(kodésével gondoskodnak arrél, hogy az Intézményben kezelt korlitozottan
cselekviképes vagy cselekvoképtelen nagykor( személyek torvényes képviseldi, illetve —
allapotatol fiiggden — a korlatozottan cselekvoképes személy is megfeleld tajékoztatdst kapjanak
a személyes adatok kezelésérél. A torvényes képviselt irdsban nyilatkoztatni kell, hogy a
tajékoztatast kozli a gondnoksdga alatt 4116 érintettel.

95. Az Intézmény szervezeti egységeinek vezetdi az osztdlyos adatvédelmi felel6sok
kozremiikddésével gondoskodnak arrdl, hogy az Intézményben kezelt vagy az intézménnyel mas
mo6don kapesolatba keriilé gyermekek, illetve gondnoksdg alatt 4ll6 személyek tekintetében —
amennyiben az adatkezelés hozzdjaruldson alapul — a személyes adatok kezeléséhez vald
hozzéjarulast torvényes képviseldjiik adja meg.

96. A hozzdjarulé nyilatkozatnak tartalmaznia kell a térvényes képviselének arra vonatkozd
nyilatkozatat, hogy jogosult az érintett helyett a jognyilatkozat megtételére.

97. Amennyiben az érintett torvényes képviseldi (pl.: sziil6i feliigyelet gyakorldséra jogosult sziilk)
eltérd nyilatkozatot tesznek az adatkezeléshez valo hozzajarulasrdl, tigy az adatkezeléshez valo
hozzéjarulast meg nem adottnak kell tekinteni.

98. Az Intézmény szervezeti egységeinek vezet6i az osztdlyos adatvédelmi felel8sok
kozremiikodésével gondoskodnak arrél, hogy az Intézményben kezelt vagy az intézménnyel més
modon kapesolatba keriild személyek hozzatartoz6it az adatvédelmi szabalyoknak megfeleléen
tajékoztassdk, amelyben — az érintett személy képességeit is figyelembe véve — magit az
érintettet is bevonhatja.

99. A hozzatartozok adatainak kezelését 6nalld adatkezelési tevékenységként kell feltiintetni az

adatkezelési tevékenységek kozott, és az adatkezelési tajékoztatoban ki kell témi a
hozzatartozok adatainak kezelésére.

3.8. Kézérdekii adatok megismerése irdnti igényre vonatkozé ltalinos szabalyok

100.Az Intézmény az Infotv. 28-31.§ rendelkezéseinek megfelelden, ,.,A kizérdekii és a kizérdekbdl
nyilvinos adatok kezelésének rendje” szabélyzatban leirtak szerint jar el a kozérdek(i adatok
megismerése irdnti igények esetében.

101.Az Intézmény adatkezeldi nyilvéantartist vezet a kozérdekii adatok megismerése iranti
igényekrol.

102.Az Intézmény az elutasitott kozérdekii adatigénylésekrdl éves jelentést készit a Feliigyeleti
Hat6sag szdméra, amelyben megjeléli az elutasitds pontos indokat és kérilményeit.
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3.9. Kozérdekii archivalas, tudomdnyos és torténelmi kutatdsi, illetve statisztikai, vagy

edukicios céla adatkezelésekre vonatkoz6 altalanos szabalyok

103.A GDPR 9. cikk (2) bekezdés j) ponijaban nevesitett esetekben a GDPR 89. cikk (1)
bekezdésével 6sszhangban jar el az Intézmény.

104.Az Intézmény adatkezeléi nyilvantartast vezet a kozérdekii archivalas, tudomanyos €s torténelmi
kutatdsi, illetve statisztikai, vagy edukdcids céli adatkezelésekrol.

3.10. Harmadik orszagba irdnyul6 adattovabbitas dltalinos szabalyai

105.Amennyiben személyes adatnak harmadik orszagba torténd tovabbitasinak lehetdscge, vagy
sziikségessége meriil fel, az érintett szervezeti egység koteles az adatvédelmi tisztviseld
véleményét kérni az adattovabbitas megengedhetdségérél, illetve az adattovabbitas lehetséges
modjardl.

106.Az adatvédelmi tisztviselé — sziikség esetén a Jogi Osztaly és az informatikai szakteriilet
véleményének kikérése utin — javaslatot tesz az adattovabbitas modjara, az adatdtadas soran
alkalmazando biztositékok kaorére.

3.11. Altalinos adatbiztonsagi intézkedések (technikai ¢és szervezési intézkedésck)
meghatirozasa és végrehajtisa

107.Az adatbiztonsagi szabalyok kialakitdsa soran kiilsnds gondot kell forditani a beépitett és az
alapértelmezett adatvédelem elveinek (GDPR 25. cikk) betartasara, valamint arra, hogy az
Intézmény altal alkalmazott adatbiztonsigi intézkedések megfeleljenek a GDPR 32. cikkében irt
kovetelményeknek.

a) Az Intézmény miikodése soran betartandé adatbiztonsdgi szabalyokat (GDPR 32. cikk) kiilén
szabélyzatok tartalmazzak, igy kiilénssen a mindenkor hatalyos ,J[nformatikai Biztonsdgi
Szabdlyzat”.

108.Az adatbiztonsagi szabdlyok tervezetének kialakitdsaba — a véleményezésre vonatkozé egyéb
3 _ .  emtnicaldt bekell 5

109.Az adatbiztonsdgi intézkedéseket érintden az adatkezelésért felelds szervezeti egység vezetdje és
osztalyos adatvédelmi felel6se:

a) a szakteriiletére vonatkozé informéciok szolgaltatisaval kézremikodik az érintett informatikai
elemek védelmi osztalyokba sorolasaban;

b) a szakteriiletére vonatkozo informéciok szolgaltatasaval kozremitkodik az adatkezelés
biztonsagat fenyegetd kockazatok felmérésében és meghatdrozasaban;

¢) az informatikai rendszert iizemelteté szervezeti egységgel egyiittmikédve kdzremiikodik azon

informaciobiztonsagot érintd  feladatok — végrehajtasaban, amelyek az adatbiztonsagi

kovetelmények megvalosulasahoz sziikségesek;
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d) figyelemmel kiséri a belsé adatvédelmi szabilyok érvényre juttatisat a szakteriileten beliil,
felhivja a szakteriileten dolgozok figyelmét a szabalyok betartaséra, jelzi a szabalyok

megsértését az érintett munkavéllalo felettesének, kdzremiltkddik a szakteriileten dolgozok
adatvédelmi tudatossaganak névelésében.

110.Az adatbiztonsag elveinek egy adatkezelés bevezetésének vagy személyes adatkezelést és/vagy
feldolgozast eredményezd mddositisanak el6készitése sorin az adatvédelmi tisztvisel6t és az
informatikai szakteriilet vezet6jét ktelezéen be kell vonni.

111.Az adatbiztonsagi intézkedések mindennapi miikodésben torténd betartdsara az Intézmény

minden alkalmazottja, valamint az Intézmény informatikai rendszereihez hozziférd személy
koteles.

3.12. Adatkezelés megsziintetésével kapcsolatos feladatok

112.Amennyiben a kezelt adatokra a tovabbiakban nincs sziikség (az adatkezelési cél megvaldsult
vagy a kezelt adatokra vonatkozé meg6rzési id6 letelt), vagy jogszabalyi véltozasok miatt, vagy
az adatvédelmi Feliigyeleti Hatosdg vagy birosag dontése értelmében az adatok kezelését meg
kell sziintetni, az osztdlyos adatvédelmi felelés — az adatvédelmi tisztviseld és rajta keresztiil a
Jogi Osztaly és az informatikai szakteriilet véleményének kikérése utdn — javaslatot tesz a
dontésre jogosultnak:

a) az adatkezelés egészének vagy egyes adatfajtdk nyilvantartdsinak megsziintetésére (az adatok
archivalasara a megOrzési id6 leteltéig),

b) nyilvantartasi rendszer egészének vagy egyes adatfajtak, illetve adatok torlésére.

4. Az Intézmény szerzodéses partnereivel, hatésigokkal és feliigyeleti
szervekkel kapcsolatos adatkezelések altalanos szabalyai

4.1 A kozos adatkezeldi megallapodasok megkitésének és végrehajtisa ellendrzésének
szabalyai

113.K&z0s adatkezelésnek mindsiil, ha az adatkezelés céljait és eszkozeit az Intézmény egy vagy
tobb masik adatkezelovel koz6sen hatdrozza meg a GDPR 26. cikk értelmében.

114.A kdz6s adatkezelésr6l sz616 megallapodisban meg kell hatarozni kiilondsen

a) az adatkezelés céljat, a kezelendd adatok korét, az adatkezelés id6tartamét, az alkalmazandé
adatbiztonsagi intézkedéseket, az adatkezelés egyéb feltételeit;

b) azt, hogy a kdzos adatkezelésben érintett egyes adatkezeldk

ba/ mely adatkezelési miiveleteket (pl. hozzdjarul6 nyilatkozatok felvétele, adatok tarolasa, adatok
felhasznalasa stb.) végzik,

bb/ az érintett tajékoztatasat hogyan végzik (pl. melyik adatkezeld késziti el az adatkezelési
tajékoztatdt €s bocsatja az érintetiek rendelkezésére stb.),

be/ az érintett jogai gyakorlasat hogyan biztositjak (pl. egyesitett vagy elkiilonitett tigyfélszolgélat
stb.),
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bd/ az esctleges jogellenes adatkezelés kovetkezményeit milyen aranyban viselik;

¢) az adatvédelmi incidens észlelése esetén kovetendd eljarast, killéndsen azt, hogy

ca/ az adatvédelmi incidens tudomésra jutdsa esetén a masik adatkezeld adatvédelmi tisztviseldjét
(adatvédelmi tisztviseld hidnydban a kijelolt kapesolattartdt) haladéktalanul kotelesek értesitent
az adatvédelmi rendellenességrél vagy incidensrol,

cb/ egymidssal kotelesek egyiittmiikddni az adatvédelmi rendellenesség vagy incidens okanak
kideritésében €s kovetkezményeinek felszamolasaban,

cc/ az egyes adatkezeldket mely adatvédelmi incidensek tekintetében terheli a bejelentési
kotelezettség;

d) kijelslnek-e kapesolattartot az érintettek szdmara, és ha igen, a kapcsolattarto személyét és
elérhetoségét naprakészen kell tartani;

e) amegallapoddsrol az érintett rendelkezésére bocsatandé Gsszefoglaldt, aminek —a GDPR 13-14.
cikkeiben irtakon tul — tartalmaznia kell az adatkezelok dltal végzett adatkezelési miiveleleket,
és azt, hogy az érintett hogyan gyakorolhatja jogait a kozos adatkezelés tekintetében.

115.A kozos adatkezelés sziikségességét az osztalyos adatvédelmi felelés az adatkezelés
bevezetésérdl vald dontés elokészitése részeként vizsgalja meg.

|16.Amennyiben a kézods adatkezelésben érintett masik adatkezel6 harmadik orszagbel adatkezeld,
elészor abban a kérdésben kell donteni, hogy a harmadik orszagbeli adatkezeld képes-c a
GDPR-nak megfeleld adatbiztonsagi kovetelmények teljesitésére. Amennyiben a harmadik
orszdgbeli adatkezelé nem képes a GDPR altal elvart adatbiztonsdgi kovetelmények
érvényesitésére, illetve nem tud a GDPR szerinti garancidkat nydjtani a személyes adatok
kezelésére, az adatkezeldvel nem kotheté megallapodas kozos adatkezelésre.

117.Amennyiben déntés sziiletik a kozos adatkezelés bevezetésérdl, a ,,Szerzédéskitések rendjérol”
sz6l6 ME 04-01-2 mindségiigyi eljards szerinti témafelelSs, az adatvédelmi jogi megfelelSsség
biztositasa és az egyéb jogszabalyi kivetelményeknek valé megfelelés szerz6déses biztositasa
érdekében a Jogi Osztdly, az adatvédelmi tisztviseld, tovabba sziikség szerint az informatikai
szakteriilet véleményének kikérésével elkésziti a kozds adatkezelésrl szl megallapodas
tervezetet (benne a kozos adatkezeloknek az ermtettek szamara kuelo[endo kapcsolattartojanak
12 iz . A A1 2 Bda-SH&k—a-Z—
érintettek rendelkezésére bocsathato lényegi elemelt) és azt felterjesztl a szerzodes megkotésére
jogosult személynek.

118.A szerzddés megkotésére jogosult személy az, aki — az Intézmény Szervezeti és Miikédési
Szabdlyzata szerint — az érintett adatkezelés alapjaul szolgdlé tevékenységgel kapcsolatban
déntésre jogosult, illetve — amennyiben a dontés testiileti hatdskorbe tartozik — a testiileti dontés
clokészitéséért felelds. E szabaly nem érinti az egyiittes aldirasra vonatkozo szabalyokat.

119.Az adatvédelmi tisztviseld a kozos adatkezeldi megallapodas megkotését kovetben — az
adatkezelések nyilvantartasara vonatkozd szabalyok szerint — e tényt és a tovabbi adatkezel6(k)
adatait rogziti az adatkezelési tevékenységek nyilvantartasaban.
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4.2.  Adatfeldolgozéi szerzddések megkotésének és végrehajtisa ellenérzésének szabalyai

120.Adatfeldolgozo igénybevétele esetén az adatfeldolgozdval kotendd szerzédésnek tartalmaznia
kell a GDPR 28. cikk (1)-(4) bekezdésében foglalt tartalmi elemeket.

121.Az adatfeldolgozéval kétendd szerzédésben

a) a kelld részletességgel (pl. szabdlyzatra vagy szabvanyokra utaldssal) meg kell hatirozni az
adatfeldolgozd, vagy az adatfeldolgozo 4ltal igénybe veenddé tovabbi adatfeldolgozo (al-
adatfeldolgoz6) altal betartandd adatbiztonsagi szabélyokat, amelyek nem lehetnek kevésbé
szigoriak, mint az Intézmény 4ltal alkalmazott adatbiztonsdgi intézkedések, és az
adatfeldolgozénak az adatbiztonsagi intézkedések végrehajtasaval kapcsolatos feladatait;

b) rogziteni kell az adatfeldolgozénak az érintettél szarmazé kérelmek, panaszok
megvalaszolasaban valo kdzremitksdésének eljarasrendjét;

c) rogziteni kell az adatfeldolgozd kotelezettségeit adatvédelmi incidens észlelése esetén, igy
kiilénosen

ca/ az adatvédelmi incidens tudomdsra jutdsa esetén az Intézmény adatvédelmi tisztviselojét
haladéktalanul koteles értesiteni az adatvédelmi incidensrl,

cb/ koteles egyiittmiikodni az Intézmény adatvédelmi tisztviseldjével és mas kozremiiksdd
szervezeti egységgel az adatvédelmi incidens okénak feltdrasban és kovetkezményeinek
felszamolasaban,

ce/ koteles egyiittmiikédni az adatvédelmi incidens bejelentésének teljesitésében;

d) rogziteni kell az adatfeldolgozd kotelezettségét az adatvédelmi hatdsvizsgalat elvégzésében,
illetve a hatdsvizsgalatban azonositott kockazatok alakulasanak figyelemmel kisérésében, az

adatkezeléssel jaré kockdzatok valtozasanak jelzésében, illetve az adatvédelmi hatasvizsgélatok
utoellendrzésben.

122.Az adatfeldolgozo igénybevételének sziikségességét az osztilyos adatvédelmi felelds az
adatkezelés bevezetésérol valé dontés elékészitése részeként vizsgalja meg. Ezt a szabalyt kell
alkalmazni akkor is, ha az adatfeldolgozé igénybevételérdl az adatkezelés folyaman sziiletik
doéntés.

123.Az adatbiztonségi intézkedések technikai megfeleloségének megitélése az informatikai
szakteriilet hataskorébe tartozik, beleértve azt is, hogy az adatfeldolgozé altal egy magatartasi
kodexhez vagy tanGsitdsi mechanizmushoz valé csatlakozis elegendd garanciét jelent-e az
adatbiztonségi szabalyok megfeleléségére.

124. Amennyiben dontés sziiletik az adatfeldolgozé igénybevételérdl, a , Szerzédéskiotések
rendjérol” szolé6 ME 04-01-2 minOségligyi eljards szerinti témafelelds, az adatvédelmi jogi
megfelelésség  biztositdsa és az egyéb jogszabalyi kovetelményeknek valo megfelelés
szerzOdéses biztositdsa érdekében, a Jogi Osztaly, az adatvédelmi tisztviseld, tovabba sziikség
esetén az informatikai szakteriilet véleményének kikérésével elékésziti az adatfeldolgozéval

kotendd szerz8dés tervezetét és azt felterjeszti a szerzédés megkGtésére az erre jogosult
személynek.
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125. Az adatvédelmi tisztviselé az adatfeldolgozdi szerz6dés megkotését kivetden — az adatkezelések
nyilvantartasira vonatkoz6 szabalyok szerint — az adatfeldolgozé adatait rogziti az adatkezelési
tevékenységek nyilvantartasban.

126.A 122.-127. pontok rendelkezéseit a tovabbi adatfeldolgozé igénybevétele esetén is megfelelden
alkalmazni kell azzal, hogy a tovébbi adatfeldolgozo igénybevételére vonatkozd hozzéjaruld
nyilatkozatnak az adatfeldolgozoi szerz8dés megkotésre jogosult személy dltali kiadasa elétt a
Jogi Osztaly kikéri az adatvédelmi tisztviseld, tovabba sziikség szerint az informatikai
szakteriilet véleményét 1s.

5. Az Intézmény egészségiigyi szolgaltatisaihoz kapesolodé adatkezelésck
altalanos szabalyai

5.1 Az egészségiigyi szolgaltatis soran kezelt személyes adatok

127.Az Intézmény jogszabdlyon és alapitd okiratanak rendelkezésein alapuld, teriileti ellatasi
kotelezettséaébdl fakado egészségiigyi szolgaltatas, azaz jaro- és fekvobeteg elldtas, valamint az
ellatasnak az egészségbiztositd/finanszirozd részére torténd jelentése soran kezel személyes és
egészségligyl adatokat.

128.A Szabalyzat célja az Intézmény kozfeladatainak ellatisa, mikodése sordn kezelt valamennyi
személyes adat, illetve kiilonleges személyes adat védelme kiemelten a betegellatas
folyamataiban, a humanertforras-gazdalkodds, a gazdasagi tevékenyscg, a [inanszirozasi
folyamatok és az iratkezelcs sordn.

129.Az Intézmény a GDPR 6. cikk és GDPR 9. cikk szerinti jogalapokra hivatkozva pontosan
meghatarozott adatkezelési célok elérése érdekében kezel személyes adatokat. Az Onkéntes
hozzéjarulason alapulé adatkezelések esetében az érintettek e hozzajarulasukat az adatkezelés
barmely szakaban visszavonhatjak, amennyiben a jogszabaly, vagy a vonatkozo
érdekmérlegelési tesztek alapjan az Intézmény ezt megtagadhatja. Bizonyos esetekben a
megadott adatok egy korének kezelését, tarolasat, tovabbitasat jogszabalyok teszik kotelezove.

[30.Az Intézmenynél veégzell adatkezeles Ceélja az egeszseg  megorzeserek, javitasamak;
fenntartasanak eldémozditdsa, a betegellatd eredményes gyogykezelési tevékenységének
elésegitése, ideértve a szakfeliigyeleti tevékenységet is, az érintelt egészségi allapotanak
nyomon kovetése, a népegészségiigyi, kozegészségiigyi €s jarvanyligyi érdekbol szilkségessé
valo intézkedések megtétele, a létfontossdgl rendszerek védelme, valamint a betegjogok
érvényesitése.

5.2. Egészségiigyi adatok kezelésének altalinos adatbiztonsigi szabilyai az Eiiakr. alapjan

131.Az Intézményben tizemeld klinikai programokkal csak az arra jogosult személy dolgozhat.
Mivel a beteg személyi és apoldsi adatai kiemelt védelmet élveznek, ezért biztositani kell nem
csak a programokkal dolgozé személyek azonositasat, de a szdmukra megengedett miuveletek
szabalyozhatdsagat is.
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Uj dolgozo felvételekor a munkahelyi vezeté irdsban kozli az informatikai osztaly megbizott
munkatarsaval (Intézményi rendszergazda) a dolgozé nevét, beosztisdt, (orvos esetében:
titulusat, orvosi pecsétszdmat), munkakorét és a munkavégzés helyét. A fenti adatok alapjan az
Intézményi rendszergazda elédllitja a felhaszndléi belépési jogosultsagokat és hozzaférési listat a
megadott munkahelyekhez.

132.A medikai rendszerben tarolt adatok védelméért az Intézmény elektronikus informaciés rendszer
biztonsagaért felelése (IBF) és az Informatikai Osztaly a felelds. Betegdokumentéaciérdl kért
masolatok nyilvantartisa az erre kijelolt személy feladata. A medikai rendszerbe valé belépés
csak sajat felhasznalonévvel és jelszéval lehetséges, mely tevékenység minden esetben
visszaellendrizhetd és nyomon kovethetd. A medikai rendszerben valé jogosultsagok szintjét az
egyes foglalkoztatotti kork tekintetében jelen Szabalyzat, valamint az winformatikai
Biztonsdgi Szabdlyzat” részletes eléirasai tartalmazzak. Az adatok pontossagaért az adatokat
szarmaztatdo €s rogzitdé munkatirs a felelés. Az adatok bevitelekor az egészségligyi
dokumentdcié vezetésére vonatkozd szakmai eléirasok és protokollok rendelkezéseit
maradéktalan be kell tartani.

133.Az adatkezelési rendszerek mikddési megbizhatésaga tekintetében biztositani sziikséges, hogy
az abba adatot rogziték megfelelé ismeretekkel és munkafegyelemmel rendelkezzenek, a
rendszer megfelel6ssége folyamatosan ellenérizve legyen.

134.A szamitastechnikai rendszert folyamatosan ellenérizni és sziikség szerint bdviteni kell. Az
archiv tarolds helyigényét, a rendezett tarolds feltételeit, a tiiz és fizikai megsemmisiilés elleni
vedelem miszaki feltételeit biztositani és karbantartani kell. Jogszabalyvaltozas vagy egyeb ok
miatt sziikségessé valé modositas esetén az adatvédelmi szabalyzat modositasat, korszeriisitését,
tovabbd a karbantartast az adatvédelmi tisztvisel$ végzi.

135.Az egészségiigyi dokumentdcid osztdlyon vald tirolasa az illetéktelenck szdméra
hozzaférhetetlen, az adatkezeld, illetve a betegellatd szdméra pedig hozzaférhetd médon kell,
hogy torténjen. Archivalas esetén az adatkezelés folyamatanak meg kell felelnie az ,, Iratkezelési
Szabdlyzat” eloirasainak.

136.Minden munkatérs feladata az eltulajdonités ellen az alabbi alapelvek betartdsa, illetve ezek
elsegitése, tovabba az érintett munkatarsak megfeleld tajékoztatisa a jogszabalyi hattérrél és a
jelen szabalyzatrdl. Az ellatds alatti, illetve azzal kapcsolatos dokumentaciét kovetben a
dokumentumot olyan helyen kell tartani, ahol az zarhatd és ilyen esetben be is zart.

137.A beteg szdllitdsa, més telephelyen vagy rendeldben torténé vizsgalata sordn a dokumentumot
személy szerint a vizsgalatért, vagy beavatkozasért felelds, vagy az atvételt intézd egészségiligyi
dolgozonak kell dtadni, boritékban vagy dossziéban. A beteggel kapcsolatos dokumentaciok,
adatok eltulajdonitdsanak gyantja esetén az adatvédelmi tisztvisel6t kell értesiteni. Tényleges
adat eltulajdonitdsakor jegyzokdnyvet kell felvenni és az adatvédelmi tisztviselst tdjékoztatni
kell az eseményrdl, a jegyz6konyv egy példanyanak eljuttatdsa mellett.

138.Az Intézmeény adatvédelmi rendszerének felépitését a Szervezeti és Miikidési Szabdlyzat és az
wInformatikai Biztonsdgi Szabdlyzat” rogziti.
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139.Az egyes szervezeti egységekben az osztalyos miikddési rend, az egységszintli mikodési
szabalyzat, gazdasagi teriileten az tigyrend tartalmazza a szervezeti egységen beliil az
adatkezelésre jogosultak korét, az adatkezelés modjat, adatok tovabbitasat és nyilvantartasat. Az
Intézmény dltal kezelt adatok és dokumentumok kezelésének, megdrzésének és tarolasanak
rendjét Az Intézmény hatdlyos ,fratkezelési Szabdlyzat” hatarozza meg, fliggetlentil azok
formatumatol. Az Intézményben az iratkezelés elektronizalt vegyes iratkezelési rendszerben
torténik.

140.Az elektronikus iratkezelési szoftver hozzaférési jogosultsagainak, az egyedi azonositoknak, a
helyettesitési jogoknak a kiosztdsarol és jogszerliségérdl az Informatikai Osztaly koteles
gondoskodni.

141.Az egészségiigyi szolgélati jogviszonyban foglalkoztatott munkavallalok esetében az adatok
kezelésével, védelmével kapesolatos feladat-, hatés- és jogkdreit a munkakéri leirds tartalmazza.
Az Intézmény fokozott biztonsagi fokozatba tartozik (bctegadatok, személyes adatok €s
pénziigyi adatok kezelése), altalanos informatikai feldolgozast végez. Az [ntézmény rendelkezik
wInformatikai Biztonsdgi Szabdlyzattal”, mely alapvetd célja, hogy az informatikai rendszer
alkalmazdsa soran biztositsa az adatvédelem alkotmanyos elveinek, az adatbiztonsag
kévetelményeinek érvényesiilését, s megakadalyozza a jogosulatlan hozzaférést, az adatok
megvaltoztatasat és jogosulatlan nyilvanossagra hozatalat. Meghatdrozza az egyes folyamatok
tekintetében az egyes szereplok kotelezettségeit, valamint az ellendrzésre jogosultak korét. Az
Intézmény rendelkezik a 2024. évi LXIX. torvényben meghatdrozott feladatok ellatasara
elektronikus informacios rendszer biztonsagaért felelés személlyel (IBF).

142.Az cgészségligyi dokumentacioban az adatokat nem lehet toréini, a hibds adatok kijavitasara is
csak akképp keriilhet sor, hogy az eredetileg felvett adat is megmaradjon. Az egyes betegadatok
kezelésével kapcsolatos részletes szabdlyokat jelen Szabalyzat 5. szamu fejezete tartalmazza. Az
egészségiigyl dokumentacidt irattarba torténé atadasakor tételesen /korlap, lazlap, apolasi lap,
dekurzus, lelet, jarébeteg-vizsgalati sszefoglalo, stb./ és lapszam szerint kell atvenni, mely
kiadas és betekintés esetén is véltozatlanul eléiras, mely segitségével az adatok megsemmisitése,
elvesztése, megvaltoztatasa megakadalyozhato.

143.Az eredeti egészségiigyi dokumentacié Intézményen kiviili kiaddsa nem megengedett — ettdl az

ligyészségi kikérés esetén lehet kizardlag eltémi. Hianyzo egészségligyi dokumentaciordl —

.
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Intézmény adatvédelmi tisztviseldjét a hidny észlelését kdvetSen haladéktalanul irasban
tajékoztatni kell.

Intézménybdl tavozott beteg dokumentéciojat a tdvozas napjan, killonds méltanylast érdemlo,
indokolt esetben legkésébb a tavozast kovetd 2 /két/ munkanapon belill le kell zarni az
adatkezelési rendszer sériilése esetére.
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144.Az Intézmény rendelkezik a mindenkori technikai fejlettségnek megfeleld miiszaki, szervezeti,
programozasi, jogi, ligyrendi intézkedések megtételéhez azon eszkozokkel, amelyek a védelem
targyanak kiilonb6z6 veszélyforrasokbdl szarmazé kart okozé hatdsokkal, szandékokkal
szembeni meglvasat eldsegitik, illetve biztositjak. Az informatikai biztonsdgi feladatok
elvégzése az Informatikai Osztaly és az IBF feliigyelete mellett zajlanak.

145.A gazdasagi rendszerekben csak az arra jogosult személy dolgozhat. A programokhoz
hozzaférési jog, kizdrolag az adott teriilet vezetSjének elézetes engedélyével adhatd ki. Az
Intézmény belsd adatallomanyaihoz, valamint a géppark tdvmenedzseléséhez kiilsé hozzaférést
csak VPN kapcsolaton és nagyon indokolt esetben, csak a Féigazgato kiilon tdjékoztatdsa utén,
engedélyével lehetséges, fliggetleniil a hozzaférés fizikai voltatdl. A belsd haldzat védelmét
tiizfalrendszer hasznalatival kell biztositani; valamint az Internethez torténé hozzaférés csak
ezen a kapcsolaton keresztiil valdsulhat meg a belsé halézatot haszndld szamitogépek esetén; a
programnak rendelkeznie kell a beliilrél kifelé és a kiviiltél befelé irdnyuld adatforgalom
tipusonkénti és felhasznélonkeénti szabdlyozdsanak tulajdonsagéval, valamint szét kell tudnia
vélasztani a belsd és kiilsé adatforgalmat.

146.Az Intézmény minden szamitogépén virusellendrzd program telepitve van, ugyanigy a szerverek
¢s a tlzfalrendszer virusellenérzé programmal van elldtva. A virustimadasok veszélyének
minimalizalasa érdekében a virusvédelmi rendszer napi tSbbszori frissitése biztositva van. Az
egyes felhaszndldk sajat felhasznalonévvel és jelszoval rendelkeznek, mely bizalmas kezelésére
irasbeli nyilatkozattal véllalnak feleldsséget. A jelszavakat vagy a jelszéfajlokat a haldzaton
nyilt, olvashaté formdban tovabbitani tilos. A felhaszndléi jelszo szerkezeti szabalyaival
(bonyolultsag) szemben tdmasztott kévetelményeket minden esetben az hatirozza meg, hogy
milyen a kiszolgédlon térolt adatok érzékenységi besoroldsa és ebbdl kovetkezéen a kiszolgald
informatikai biztonsagi osztalyba sorolasa.

147.Az Intézmény halézatdra szamitogépet, illetve egyéb eszkozt/berendezést kizarolag az
Informatikai Osztdly munkatarsai csatlakoztathatnak. A szabélyzatnak megfeleléen a nem
hasznalt végpontokat, illetve aktiv eszkdz portokat inaktiv allapotba kell helyezni. Az egymastdl
Jol elkiilonithetd feladatokat ellatd gépeket kiilon halozatba kell szervezni.

148.A  szamitogépes adatdllomanyrél naponta torténik mentés, az ,Informatikai Biztonsdgi
Szabdlyzatban” foglaltak szerint. Az adattarolas helye technikai és fizikai védelem alatt 4llo,
onallo helység. A szamitogépes halézatban minden olyan programnak megfeleléen
dokumentdltnak kell lennie, mellyel a védett adat feldolgozasa térténik. A képernyés
adatmegjelenités titokvédelem szempontjabol adattovabbité eszkdznek mindsiil, ezért mindsitett
adat feldolgozasa sordn a helységben csak a betekintésre jogosult tartézkodhat.

149.Az Intézményben biztositott az adatkezelési rendszerek tiizvédelmi szempontbol torténd
védelme. Az adat tartalmd szamitastechnikai berendezések és egyéb eszkozok Intézménybdl
torténd kiszallitdsa csak Foigazgatoi engedéllyel lehetséges. A kiilonleges védelmet igényls
informatikai eszk6zok helységébe csak az arra jogosult, ellenérzstt belépési renddel léphet be
(riasztd berendezés). Az adatok védelmét a feldolgozas, adattovabbitis és taroldsa soran
megfeleléen biztositani kell. A biztonsagi okbol eldallitott mésolati adathordozokat az eredetitl
teriiletileg tavol kell tartani.
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150.A megsériilt, elveszett adatok visszaallitisat és annak mért€két — a lehetoségek felmérésével,
indokoldsaval és mérlegelésével — a szakteriileti vezetokkel és az adatvédelmi tisztvisel6vel
egyeztetve — az informatikai vezetd rendeli el irasban. Amennyiben a visszaallitds — realis
médon — nem valoésithaté meg, arrdl az informatikai vezeto irasos feljegyzést készit, melyet az
iktatasi rendszerben tartanak nyilvan. A visszaallitisrol — amennyiben az méltanyos és
megoldhaté -, a mulasztasért felelos koteles gondoskodni. A méltanyossdg €s a személyes
felelésség eldontése az adatvédelmi tisztviseld hatdskorébe tartozik.

151.Minden foglalkoztatott kotelezettsége az Intézmény dltal kiadott szabalyzatok el6irdsainak
betartisa és betartatdsa. Betegellatas soran, valamint azt kovetéen gondoskodni kell a
dokumentécié folyamatosan ellendrizhetd elhelyezésérél. Amennyiben az ellatott atszallitasra
keriil mas telephelyre vagy intézménybe, a betegdokumentéaciot zart boritékban vagy dossziéban
kell 4tadni — 6sszhangban az ,,Iratkezelési Szabdlyzat” eldirisaival. Amennyiben felmerill az
adatok eltulajdonitasanak gyantja, azonnal, de legkésobb a kovetkezd munkanapon eértesitent
kell az adatvédelmi tisztvisel6t; tényleges eltulajdonitas esetén jegyzokonyv felvételét kovetden,
annak egy példanyat el kell juttatni hozzd. Az clektronikus medikai rendszerben rogzitett
adatokért az Intézmény informatikai vezetéje felel6s.

152.Az Intézmény adatvédelmi tisztviseldje valamint az informatikai vezetd a mindenkori
Féigazgatd megbizasabol jogosult ellendrizni a felhasznaldkat. Az adatkezelési rendszerckbe
minden felhasznalé csak és kizardlag felhaszndlonév és jelszd segitségével Iéphet be, mely
minden esetben régzithetd és visszakeresheto.

153.A személyazonosité adatok felvétele a Betegfelvételi ablakban torténik, melyre az ellatas sordn
az ellatasban részt vevok — elsdsorban az adminisztratorok, kezeldorvos — jogosult és koleles.
Amennyiben az egészségiigyi dokumentdcioban szereplé adat hibds, utolagos javitdsara csak
akképp keriilhet sor, hogy az credetileg felvett adat is megdllapithato legyen.

154.Az adatokrdl, s egyben a keletkezett dokumentaciorél masolat kérheté, melynek részletes
szabalyait ,Az egészségiigyi dokumentdcié megismerésének, mdsolatok kikérésének és
kiaddsdnak szabdlyzata” tartalmazza. Az egészségiigyi dokumentéacio részeként meg kell orizni
az aldbbiakat: az egyes vizsgalatokrol késziilt leletek, gydgykezelés €s konzilium soran
keletkezett iratok, apoldsi dokumentacié, képalkot6 diagnosztikai eljérdsok felvételeir6l készilt

leletek.

folyamat alapja a hatésagi szervek alapjan kiadott, személyazonossagot, illetve jogosultsagot
igazolé okmanyok bemutatdsa. A gyogykezelés sordn keletkezett adatok az apolasi és gyogyitasi
tevékenységben részt vevok altal rogzitett tények.
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156.5zemélyes adatok csak és kizarolag hatdsagi igazolvany bemutatdsa alapjan keriilhetnek be a
rendszerbe. A felvett adatoknak, hiteleseknek, pontosaknak, teljeseknek és idészerfieknek kell
lennitik; azok felvétele és kezelése tisztességes, torvényes, pontos, teljes és iddszeri kell, hogy
legyen. A diagnézis és beavatkozas kodoknak az ellendrzésére az ellatast végzd orvos koteles,
melyre az adatbevitellel egyidejiileg kell, hogy sor keriiljon, de legkésdbb az ellatott
Intézményben torténd tavozasaig. Az Intézmény altal hasznalt medikai rendszer elektronikus
alapon rogziti az ellatottrél, valamint a vele kapcsolatban felvett adatokat. Intézményiinkben az
azonositd adatok felvételét az adminisztratorok és orvosirnokok végzik, mig az ellatisra és az
egészségiigyl adatokat az ellatdst végzé orvosok. Az egyes adatok adatkezelési rendszerbe
torténd bekeriilése, illetve az adatkezelési rendszerbdl torténd tovabbitasanak részletes szabalyait
jelen Szabalyzat tovabbi fejezetei tartalmazzak.

157.Az Intézményben mikodtetett informatikai és kommunikaciés rendszert folyamatosan
ellendrizni €és sziikség szerint fejleszteni kell. A rendszer milkddési, miiszaki megbizhatésaganak
alapja a miikddéssel kapcsolatos visszajelzések €s problémdk hatékony kezelése, melyért a
mindenkori informatikai vezetd a felelés. Az archivum sziikséges helyigényét, valamint a
keletkezett dokumentumok tliz-, viz- és egyéb fizikai megsemmisiilés elleni védelmét miiszaki
feltételekkel is biztositani kell — 5sszhangban az ,,Iratkezelési Szabdlyzat” eldirasaival,

158.Jelen Szabalyzat egyben az Intézmény adatkezelési rendszerének szabdlyozisa, mely
Gsszhangban a kiils6 és belsd kapcsolddd szabélyozasi eldirasokkal, teljességében szabalyozza
az adatkezelés rendszerét. Jelen Szabélyzat a kiadds idépontjaban megvalosulé adatkezelési
rendszer miikodésére vonatkozo szabalyokat tartalmazza, melynek folyamatos fejlesztése,
modositdsa, javitdsa, valamint a véltozd jogszabdlyi kornyezetnek valo megfeleltetése az
adatvédelmi tisztvisel6 feladata.

159.Mindaddig jelen Szabélyzat el6irasait kell iranyadonak tekinteni a gyakorlati tevékenység soran,
ameddig annak kihirdetett modositdsara sor nem keriil. Az adatkezelk tekintetében att6l
fliggben, hogy milyen adatkezelési tevékenységet végeznek, tevékenységiiket jelen Szabalyzat
tovabbi fejezeteiben meghatdrozottak szerint végzik. Amennyiben a koérlapok kédolasa,
adatfeldolgozés, dokumentumok archiv taroldsit megvalosité feladatokban a feldolgozast és a
fejlesztést végzé feladatkorsk elvalasztasra keriilnek, annak tényét dokumentalni sziikséges.

160.Az Intézményben folyamatosan biztositva van az adatkezelSknek, az osztilyos adatvédelmi
feleléstknek, egyéb érintetteknek az adatvédelmi tisztviselével vald személyes, helyszini és az
elektronikus aton térténd konzultdcio, illetve igény szerint a rendszeres vagy eseti adatvédelmi
oktatas.

Tovabba indokolt esetben az adatvédelmi tisztviseld az Intézményi Intranet feliileten az
adatvédelem témakdorében relevans tajékoztatd/oktatasi dokumentaciokat helyez el.

A tajékoztatd/oktatdsi dokumenticioban szereplé adatvédelmi ismereteket, az osztalyos
adatvédelmi felelos a szervezeti egység dolgozdival megismerteti (személyes oktatas
formédjaban, oktatdsi naploval igazoltan).

161.Az Intézmény biztositja minden érintett szdmara, hogy az adatvedelem(@bazmkorhaz.hue-mail

cimre nem megfelel6ség tapasztaldsa esetén bejelentést kiildjenek. A bejelentéseket az
adatvédelmi tisztviseld kivizsgalja.
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162.Az Intézmény tevékenységének gyakorlasa sorén felvett adatokat nyilvén kell tartani. A

6.

6.1.

nyilvantartds eszkéze lehet minden olyan eszkéz, vagy médszer, amely biztositja az adatok
megfeleld védelmét. Az Intézmény tevékenysége soran keletkezd dokumentacio, egészségligyl
dokumentaci6, valamint zardjelentés taroldsinak, megsemmisitésének €s archivalasanak
részletes szabalyait az ,,[ratkezelési Szabdlyzat” hatarozza meg.

Az adatvédelmi incidensekre vonatkozo 4ltalanos szabalyok

Az adatvédelmi incidens minositése

163.Adatvédelmi incidens csak akkor kévetkezik be, ha az adatbiztonsig — akar vétlen, akar

b)

szandékos — sériilésével jar és bekovetkezik a személyes adatok véletlen vagy jogellenes
megsemmisitése, elvesztése, megvéltoztatdsa, jogosulatlan kozlése vagy az azokhoz valo
jogosulatlan hozzaférés:

sulyos incidens: olyan incidens (pl. adatvesztés, adatsériilés), mely valoszinlisithetoen magas
kockazattal jar a természetes személyek jogaira és szabadsdgaira nézve (pl.: a jogosulatlan
hozzaféréssel érintett adatok esete; az olyan adatsériilés, adatvesztés, amelynél az adatok
naplézott alloméanybdl nem éllithatoak helyre). Magas kockézatunak mindsil az az eset, amely
fizikai, vagyoni vagy nem vagyoni kédrokat okozhat az érintetteknek, pl. az érintetteknek a
személyes adataik feletti rendelkezés elvesztését vagy a jogaik korldtozasat, hatranyos
megkiilonboztetést, a személyazonossag-lopast vagy a személyazonossdggal valo visszaclést,
pénziigyi veszteséget, j6 himév sérelmét, a szakmai titoktartdsi kotelezettség altal védett
személyes adatok bizalmas jellegének sériilését eredményezheti;

enyhe incidens: minden incidens, amely nem tartozik az a) pont ald (pl. atmeneti
szolgaltatasleallas, kiesés az Intézmény munkavallaloi dltal hasznalt olyan belsé rendszerekben,
amely nem jar adatsériiléssel vagy adatvesztéssel).

164.Az adatvédelmi incidensre vonatkozd szabélyokat kell alkalmazni az Intézmény tulajdonat

képezé adathordozén, mobiltelefonon, laptopon, egyéb szamitdstechnikai eszkozdn tarolt
adatokra, tovabba az Intézmény alkalmazottainak olyan sajat tulajdonii eszkdzein (adathordozo,

mobilielefon, laptop, cgyéb szamitastechnikai eszkOz) TArOll adatokra, amety eszkozoket
munkavégzéshez, munkakéri feladatok ellatdsahoz, hivatalos célbdl hasznalhat. Az adatvédelmi
incidensre vonatkozd szabalyokat az Intézmény birtokdban 1évd papiralapt adathordozon lévo
adatokra is alkalmazni kell.

165.Az elektronikus informaciés rendszereket érinté (biztonsagi vagy egyéb) események

adatvédelmi incidensnek is minésiilnek, amennyiben személyes adatokra nézve kovetkezik be. A
jelen Szabalyzat adatvédelmi incidens kezelésére vonatkozo rendelkezéseinek alkalmazésa nem
mentesit az elektronikus informacids rendszereket érintd (biztonsagi vagy egyéb) események
kezelésére (bejelentésére, kivizsgaldséra stb.) vonatkozd szabdlyok betartdsa aldl, azaz az
elektronikus informéciés rendszereket érinté (biztonsagi vagy egyéb) események kezelésére
vonatkozo szabélyokat jelen Szabalyzat eléirasaival parhuzamosan alkalmazni kell.
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6.2. Az adatvédelmi incidens észlelése

166.Az a munkavillalo, aki az Intézmény dltal kezelt vagy feldolgozott személyes adatokkal
- kapcsolatban, vagy az Intézmény szerzédéses partnere altal kezelt vagy feldolgozott személyes
adataival kapcsolatban adatvédelmi incidenst vagy annak gyantjat észleli, koteles: azt
halad€ktalanul bejelenteni az adatvédelmi tisztviseldnek az adatvedelem@bazmkorhaz.hu e-
mail cimen vagy a 30/097-9290 telefonszdmon, az érintett szervezeti egység vezetdjének
értesitése mellett. ‘
Az elobbieken tuli egyéb bejelentd az Intézmény honlapjan megtaldlhaté elektronikus
elérhetdségen https:/www.ozdikorhaz.hu/contact oldalon is bejelentheti az adatvédelmi
incidenst.

167.Amennyiben az adatvédelmi incidens bejelentése széban (telefonon vagy személyesen) torténik
(beleértve az Intézmény telefonos elérhetdségein tett kozérdeki bejelentéseket is), azt a szdbeli
kozlést kovetd legfeljebb 1 napon beliil irdsban is meg kell erdsiteni. Ilyen esetben a szdbeli
kozlés idopontjat kiilon fel kell tiintetni.

168.Az adatvédelmi incidensrd] sz6l6 bejelentésben ismertetni kell az adatvédelmi incidens jellegét,
beleértve — ha lehetséges — az érintettek kategdridit és hozzavetSleges szamat, valamint az
adatvédelmi incidenssel érintett személyes adatok kategoridit és hozzavetleges szamat, tovabba
a bejelentd nevét s elérhetdségét.

169.A koz0s adatkezelésrdl szolo szerzédésben [GDPR 26. cikk], illetve az adatfeldolgozéval
kotendd szerzodésben [GDPR 28. cikk] egyértelmiien rendelkezni kell a masik adatkezeld,
illetve az adatfeldolgoz6 azon kételezettségérdl, hogy az adatvédelmi incidensrél az Intézményt
adatvedelem(@bazmkorhaz.hu email cimen kételes haladéktalanul, de legkésdbb az észlelést
kovetd 24 oran beliil értesiteni. A szerzddésnek tartalmaznia kell tovabba a kozds adatkezeld,
illetve az adatfeldolgozé kotelezettségeit adatvédelmi incidens bejelentésében és
kivizsgalasaban.

170.A nem papiralapon kezelt adattal kapcsolatos incidensek kezelésére az Intézmény mindenkor
hatalyos ,,Informatikai Biztonsdgi Szabdlyzatban” foglaltak az iranyadéak. A papiralapon
kezelt iratokkal kapcsolatban a jelen Szabalyzat személyi hatdlya ald tartozd személyek
kotelesek a személyes adatokat tartalmazé iratokat a munkavégzés befejezését kovetden, ahol
ennek feltételei biztositottak, zarhato szekrényben, zarral elldtott fickban tarolni. Ahol a tarolas
elobb nevesitett feltételei nem adottak, az irodahelyiség ajtajanak kulcsra zardsival kell a
személyes adatok védelmét biztositani abban az esetben, ha az irodahelyiségben senki sem
tartézkodik. A Szabdlyzat személyi hatdlya ald tartozé személyek kételesek az Intézmény egyéb
belsd szabdlyzatai, igy kiilondsen az iratkezelés rendjérdl, illetve a biztonsagi eldirasokrdl sz6ld
mindenkor hatélyos bels6 szabalyzatnak megfelel6en eljarni.

171.Amennyiben a bejelentd nevének elhallgatasat kéri, Gigy az eljaras folyamataban biztositani kell
adatainak a zart kezelését, amelyet csak iranyitdsi jogkore alapjan a FOigazgatdé és az
adatvédelmi tisztvisel® ismerhet meg.

172.A bejelentést tevd személlyel szemben nem alkalmazhatdé semmiféle hatranyos elbanas,
jelentéséért — kivéve a szdndékosan valétlan tartalommal megtett jelentést — feleldsségre nem
vonhatd.

173.Kiils6 ellenbrzési szerv altal észlelt szabalytalansdgra vonatkozo megallapitdsait az altala
készitett dokumentacié tartalmazza.
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174. Amennyiben kiilsé személy jelzi az adatvédelmet sérté esemenyt, a bejelentést rogzitd
szervezeti egység vezetdjének és osztilyos adatvédelmi felelésének érdemben kell
megvizsgélnia és haladéktalanul értesitenie kell az adatvédelmi tisztvisel6t.

6.3. Az adatvédelmi incidens kivizsgalisa

175.Adatvédelmi incidens (papiralapi és nem papiralapi adatokra vonatkozdak egyarant)
felmeriilése esetén - amennyiben sziikséges - az Intézmény adatvédelmi tisztvisel§je, a Jogi
Osztaly és az Informatikai Osztily munkatdrsdnak (a tovébbiakban egyiitt: incidensvizsgalo
bizottsdg) kozremiikodésével megvizsgalja és kategorizdlja a bekovetkezett incidenst, €és
meghatirozza az esetleges elharitds érdekében szitkséges tovabbi intézkedéseket. A bejelentot —
sziikség esetén — tovabbi informaciok kozlésére kell felkérni. Az incidensvizsgalod bizoltsagot az
adatvédelmi tisztviselé hivija ssze, az emlitett személyeknek — sziikség esetén — munkaidon
kiviil is rendelkezésre kell allniuk. Az incidensvizsgald bizottsig munkdjat az adatvédelmi
tisztviseld koordinalja, és képviseli az Intézmény egycb szervezeti egységei felé.

176.Az incidensvizsgald bizottsag iiléseirdl emlékeztet6t, dontéseirdl indoklast is tartalmazo
jegyzékonyvet, vizsgalatairol pedig intézkedési javaslatokat is tartalmazo jelentést készithet. Az
incidensvizsgald bizotisig munkdjat tartalmazé dokumentumok kezelésére az Intézmény
mindenkori iratkezelési szabalyai az iranyadok. Az incidensvizsgald bizottsdg korldtozhatja a
munkéjarél sz6l6 dokumentumokba betekintdk korét (ide nem €rtve a Foigazgatot).

177.Az adatvédelmi incidensrél az adatvédelmi tisztviseld értesiti az Intézmény Foigazgatojat és -
sziikség esetén — az [ntézmény sajlokapesolatokért feleldsét.

178.A bejelentés eldzetes megvizsgalasa sordn az alabbi szempontokat kell figyelembe venni:

a) a bejelentés személyes adatot érint-e,

b) amennyiben a bejelentés személyes adatot érint, megallapithato-e a személyes adatok kére,

¢) megallapithaté-e az incidensben érintett személyek kore,

d) a hatalyos jogszabilyok és belsé szabalyok alapjin megallapithato-e, hogy személyes adat
jogellenes kezelése vagy feldolgozésa (beleértve a torlést/megsemmisitést is) tortént,

€) az incidens valdsziniisithetéen magas kockézattal jar-e az érintettek jogaira és szabadsagaira

nézve,

) melyek az adatvedelmi incid 38

g) az Intézmény altal alkalmazott technikai és szervezési védelmi intézkedések az incidensben
érintett személyes adatokhoz valé hozzéférésre fel nem jogositott személyek szamara
értelmezhetetlenné teszik-e az adatokat.

179.Ha a bejelentés el6zetes megvizsgalasa azzal az eredménnyel jér, hogy az adatvédelmi incidens
nem érintett személyes adatokat, akkor a vizsgalatot le kell zarni.

180.Az adatvédelmi tisztviseld legkésdbb az incidens bejelentés vagy az incidenst6l vald
tudomasszerzés kozill a korabbi idépontot kivetd 1 napon beliil tdjékoztatja a Foigazgatot az
elézetes vizsgalat eredményérél, a GDPR 33. cikkében irt Feliigyeleti Hatosagi bejelentés
esetleges sziikségességérol, valamint arrdl, hogy szilkséges-e az incidens részletes tovabbi
vizsgalata.

181.Az adatvédelmi tisztviselé javaslata alapjan a Féigazgato legkésobb a javaslat kézhezvételét
koévetd 1 napon beliil dont a GDPR 33. cikkében irt adatvédelmi Feliigyeleti Hatosagi bejelentés

7.

36/45



Ozdi Almasi Balogh Pal Kérhdz
3600 Ozd, Béke utca 1-3.

Adatvédelmi szabalyzat

dokumentum kodja: MB-69 valtozat szama: 02

szitkségességérol. A Foigazgatod dontésérdl az adatvédelmi tisztviseld értesiti az incidensvizsgalo
bizottsag tagjait. |

182.Az adatvédelmi incidens részletes vizsgalatanak sziikségességérél az adatvédelmi tisztviseld
dont. A részletes vizsgélatot a vizsgalat megkezdésének napjatdl szamitott 15 munkanapon beliil
le kell zarni.

183.A vizsgalat soran elsésorban az alabbi modszerek alkalmazhatoak:

a) személyes megbeszélés az adatvédelmi incidenst észlelé személyekkel, valamint az érintett
szervezeti egységek munkatarsaival és vezetdivel,

b) irasbeli tdjékoztatds kérése az érintett szervezeti egységektdl,

c) dokumentumok vizsgélata,

d) informatikai rendszerek, halozatok és eszk6zok vizsgalata.

184. Amennyiben az adatvédelmi tisztviseld a részletes vizsgélat sordn tgy itéli meg, hogy azonnali
intézkedések sziikségesek annak biztositdsara, hogy az adatvédelmi incidenssel azonos
problémaforrdsbél eredd incidens a jovében ne valésuljon meg, tigy a sziikséges intézkedések
megtétele érdekében haladéktalanul tdjékoztatja a Féigazgatot és az érintett szervezeti egységek
vezetdit.

185.Az adatvédelmi tisztvisel6 a részletes vizsgalat megéllapitasairol, illetve a javasolt
intézkedésekrél a részletes vizsgalat befejezését kovetd 2 munkanapon beliil vizsgalati jelentést
készit. A vizsgélati jelentés tartalmazza az adatvédelmi incidens elharitdsahoz és tovabbi

incidens megelézéséhez sziikséges intézkedésekre vonatkozd, az illetékes vezetd részére tett
javaslatot is.

186.A részletes vizsgalatrol szol6 jelentést az Intézmény Foigazgatojanak kell megkiildeni.

187.A jelentés alapjan a vizsgalatban érintett szervezeti egységek vezetdi 15 napon beliil a
megvaldsitashoz sziikséges hataridére tett javaslatot is tartalmazé intézkedési tervet készitenek,
és azt megkiildik az adatvédelmi tisztviseldnek.

188.Az intézkedési tervet és a megvaldsitashoz sziikséges hataridét tartalmazé szakteriileti javaslatot
az adatvédelmi tisztviselo a kézhezvételtél szdmitott 3 munkanapon beliil véleményezi, majd
Jjovahagyasra megkiildi a Féigazgato részére.

189.Az adatvédelmi incidens elhéritdsa és a tovabbi incidensek megeldzése céljabol megvaldsitott
egyes intézkedésekrdl az incidenssel érintett szervezeti egység vezetdje tajékoztatast kiild az
adatvédelmi tisztviseld részére.

190.Az adatvédelmi tisztvisel$ az intézkedési tervben foglaltak végrehajtasardl, az osszes intézkedés
befejezését kovetd 3 munkanapon beliil tajékoztatast kiild a Féigazgatd részére.

6.4. Az érintett tajékoztatasa a siilyos adatvédelmi incidensrél

191.8ulyos adatvédelmi incidens esetén az Intézmény — az érintettekkel kapcsolatban rendelkezésére
all6 elérhetdségeken, ennek hidnydban vagy alkalmazasuk lehetetlensége esetén (GDPR 34.
cikk) az Intézmény honlapjan kozzétett kdzlemény ttjan is — indokolatlan késedelem nélkiil
tdjékoztatja az érintetteket az adatvédelmi incidensrdl.

192.Az érintettek részére adott tdjékoztatasban vildgosan és kozérthetden ismertetni kell az
adatvédelmi incidens jellegét, és kozolni kell legalébb az alabbi informéciokat és intézkedéseket:
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a) az adatvédelmi tisztviseld vagy a tovabbi tajékoztatast nyujtd egyéb kapcsolattartd nevét €s
elérhetdségeit;

b) az adatvédelmi incidensbél eredd, valoszinlsithetd kovetkezményeket;

¢) az adatkezeld altal az adatvédelmi incidens orvoslasara teft vagy lervezett intézkedéseket,
beleértve adott esetben az adatvédelmi incidensbél eredd esetleges hatrdnyos kdvetkezmények
enyhitését célzo intézkedéseket.

193.Az érintettet nem kell tajékoztatni, amennyiben az incidens nem jar magas kockazattal, és a
kovetkezd feltételek barmelyike teljesiil:

a) az Intézmény megfeleld technikai és szervezési védelmi intézkedéseket hajtott végre, és ezeket
az intézkedéseket az adatvédelmi incidens altal érintett adatok tekintetében alkalmaztak,
kiilonosen azokat az intézkedéseket — mint példaul a titkositds alkalmazdsa —, amelyek a
személyes adatokhoz vald hozzaférésre fel nem jogositott személyek  szdmara
értelmezhetetlenné teszik az adatokat;

b) az Intézmény az adatvédelmi incidenst kovetden olyan tovabbi intézkedéseket tett, amelyek
biztositjak, hogy az érintett jogaira és szabadsagaira jelentett, az emlitett magas kockazat a
tovabbiakban valdszintisithetéen nem all fenn;

¢) a tijékoztatds ardnytalan erdleszitést tenne sziikségessé. Ilyen esetekben az érintetteket
nyilvénosan kézzétett informaciok utjan kell tajékoztatni, vagy olyan hasonlo intézkedést kell
hozni, amely biztositja az érintettek hasonloan hatékony tdjekoztatasat.

194.A7z Intézmény Féigazgatdjanak dontése alapjan az Intézmény az érintetteket az Intézmény
honlapjan vagy orszagos lefedettségil sajtdtermékben kozzétett hirdetmény itjan is értesitheti.

6.5. Az adatvédelmi incidens hatranyainak megsziintetésére tett intézkedések

195.A témakort érintden a munkatars altal 6nellendrzéssel észlelt, illetdleg a belsé kontrollrendszer
keretében az elbzetes, utdlagos és vezetdi ellendérzés soran kiszirt, elrendelt javitassal,
helyesbitéssel megsziintethetd hiba korrigaldsa nem igényel szabalytalansagi eljarast.

196.A szabélytalansag megsziintetésére a hatdskorrel rendelkez6 Féigazgatonak kell intézkednie.

197.Nem kell 1j szabélytalansagi eljarast lefolytatni ugyanolyan tipusu szabalytalansag észlelésekor,

ha mér megkezdédstt, de még nem zérult le az esettel megegyezd, folyamatban 1évé eljaras.

Giaz—tigytargytages————
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6.6. Az adatvédelmet sérté esemény megsziintetése

199.Az adatvédelmet sérté eseményt az Intézmény Féigazgatoja — amennyiben az lehetséges — sajat
hataskorben az adatvédelmet sértd esemény észlelésétél szamitva haladéktalanul, legfeljebb 3
napon belil kételes a megsziintetetés érdekében a szitkséges intézkedést megtenni, majd az iigy
részleteirdl  tdjékoztatdst nyljt az érintett munkatirsak  részére, felhivia a
figyelmiiket az adatvédelmet sértd esemény elkeriilésére.

200.Kiemelt jelentdségili adatvédelmet sértd esemény feltételezése esetén az eljaras kezdeményezése,
irdnyitési jogkore alapjén a Foigazgatd hatdskorébe tartozik. Az eljaras lefolytatdsa és a dontés
meghozataldnak megalapozasa érdekében aFdigazgaté kozvetlenill kérheti az gy

megvizsgalasat az erre a célra létrehozott incidenskezelési bizottsagtél, melynek kotelezd egyik
résztvevéje az adatvédelmi tisztviseld.

6.7. Jogkovetkezmények alkalmazasa

201.A  jogkovetkezményekrdl valdé dontés kezdeményezése az adatvédelmet sértd esemény
megsziintetésére hataskorrel rendelkezd Foigazgato feladata.

202.A jogkovetkezmény jellege szerint lehet:

a) jogi jellegii (kartéritési eljards meginditasa, szabalysértési vagy biintetSeljaras kezdeményezése
az arra feljogositott hatésdgnal),

b) munkajogi (figyelmeztetés, felmondas, azonnali hatéllyal torténdé megsziintetése),

¢) pénziigyi jellegli (pénzbeli juttatds, kifizetés részben vagy egészben torténd felfliggesztése,
visszakGvetelése, behajtasa),

d) szakmai jellegii (belsé szabilyozds mddositdsa, szigoritasinak kezdeményezése, betartasanak
fokozott ellenérzése stb.)

203.Amennyiben biintet6- vagy szabélysértési eljaras kezdeményezésének sziikségessége meriil fel,
a szitkséges intézkedések meghozatala az arra illetékes szervek értesitését is jelenti annak
érdekében, hogy megalapozottsag esetén az illetékes szerv a megfeleld eljarasokat meginditsa.
Az eljarasok meginditdsdnak kezdeményezésére a Fdigazgatd jogosult, a Jogi Osztdly bevonasa
mellett.

204.Ha nyilvanvaléva vélt, hogy az adatvédelmet sérté eseményt bejelentd rosszhiszemiien jart el és
alaposan feltehetd, hogy ezzel biincselekményt vagy szabalysértést kovetett el, masnak kart vagy
egy€b jogsérelmet okozott, adatai az eljaras kezdeményezésére, valamint lefolytatasara jogosult
Jogi Osztély részére atadhatok.

6.8. Az adatvédelmi incidens bejelentése a Feliigyeleti Hat6sagnak

205.Az adatvédelmi incidensrdl elsésorban a Feliigyeleti Hatdsag 4ltal a https:/naih.hu/adatvedelmi-
incidensbejelento-rendszer internetes oldalon miikédtetett elektronikus adatvédelmi incidens
bejelenté rendszeren - lizemzavar esetén a bejelentd (irlap elektronikus levél formajaban torténd
elkiildésével - kell a bejelentést megtennie az adatvédelmi tisztviseldnek, ennek akadalyoztatésa
esetén levélpostai ajanlott tértivevényes levél Utjan a Feliigyeleti Hatésag postacimére.
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206.A bejelentés dsszeallitasanak és beaddsanak felelose az adatvédelmi tisztviseld. Az adatvédelmi
incidensrd! sz6l6 bejelentéshez sziikséges informaciokat hataridében az adatvédelmi tisztviseld
rendelkezésére kell bocsatani.

207.Az adatvédelmi incidensrdl szol6 bejelentéshez a Feliigyeleti Hatosag elektronikus Grlapjat kell
hasznalni, kiilonds tekintettel az alabbiakra:

a) ismertetni kell az adatvédelmi incidens jellegét, beleértve — ha lehetséges — az ¢rinteitek
kategoridit és hozzavetéleges szdmat, valamint az incidenssel érintett adatok kategoridit és
hozzavetbleges szamat;

b) kozolni kell az adatvédelmi tisztviseld vagy a tovabbi tdjékoztatast nyujtd egyéb kapesolattarto
nevét és elérhetdségeit;

c) ismertetni kell az adatvédelmi incidensbdl eredd, valoszinlsithetd kovetkezményeket;

d) ismertetni kell az Intézmény éltal az adatvédelmi incidens orvoslasara tett vagy tervezett
intézkedéseket, beleértve adott esetben az adatvédelmi incidensbol eredd esetleges hatranyos
kivetkezmények enyhitését célzo intézkedéseket.

208.Ha nem lehetséges az informaciokat egyidejiileg kozdlni, azok tovabbi indokolatlan késedelem
nélkiil késébb részletekben is kozdlhetok.

6.9. Az adatvédelmi incidensek nyilvintartasa

209. Az adatvédelmi incidensekrél az Intézmény nyilvantartast vezet.

210.Az Intézmény az adatvédelmi incidens kivizsgédlasaval kapcsolatos papiralapt €s elektronikus
dokumentumokat 10 évig kételes megérizni. Az adatvédelmi incidensek vizsgilata soran
keletkezett dokumentumokat az adatvédelmi tisztviseld az incidens vizsgalatdnak lezarasatol
szamitott 10 évig drzi meg, illetéktelenek szamara hozza nem férhetd, zart helyen és/vagy védett
elektronikus tarhelyen.

6.10. Az adatvédelmet sértd eseményekkel kapesolatos intézkedések, eljarisok nyomon
kévetése

211.A Féigazgaté feladata az adatvédelmet sértd eseményekkel kapcsolatos intézkedések, eljardsok

nyomon KoVetése Soran:

a) az elrendelt eljarasok, a meghozott dontések, illetve a meginditott eljarasok figyelemmel
kisérése,

b) az ecljarisok soran készitett javaslatok, intézkedési tervek megvaldsitasa €s a végrehajtas
ellendrzese,

¢) a feltart adatvédelmet sérté esemény alapjén a tovabbi bek&vetkezési lehetdségek beazonositasa,
szitkség esetén a belsd szabalyzatok, illetve jogszabalyok modositisanak kezdemeényezése,

d) annak vizsgélata, hogy az ellen6rzési nyomvonalban rogzitett eljras az adott adatvédelmet sértod
eseményt miért nem sziirte ki, indokolt esetben gondoskodni kell az ellendrzési nyomvonal
feliilvizsgalatarodl, helyesbitésérdl.
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212.Amennyiben az intézkedések végrehajtasa soran megéllapitdst nyer, hogy az alkalmazott
intézkedések nem elég hatdsosak, az adatvédelmet sértd esemény megsziintetéséért felelds

vezetd, kiemelt jelentdségli esetben az irdnyitdsi jogkorrel rendelkezd Igazgatd tovéabbi
intézkedést rendel el.

7. Adatkezelés soran alkalmazandé médszertanok
7.1. Az érdekmérlegelési teszt elvégzésének médszertana

213.Amennyiben az Intézmény valamely adatkezelésének az Intézmény vagy harmadik személy
Jogos érdeke a jogalapja [GDPR 6. cikk (1) bekezdés f) pont], érdekmérlegelési tesztet kell
elvégezni €s azt dokumentélni. Jogos érdek az a térvényes, kelléen pontosan megfogalmazott,
valds €s fenndllo, illetve elérhetd elény, amelyet az adatkezeld szarmaztat — vagy a harmadik
személy szarmaztathat — az adatkezelésbél.

214.Az érdekmérlegelési tesztet az adatvédelmi tisztviselével egyiittmikodve a tervezett
adatkezelésért felel6s szervezeti egység vezetje és az osztalyos adatvédelmi felelése végzi el.
Az érdekmérlegelési tesztet irasban kell elvégezni. Az elkésziilt dokumentumot az adatvédelmi
tisztviselonek kell megkiildeni, aki azt szakmai szempontbdl véleményezi. A jogos érdeken
alapulo adatkezelés kizarélag az érdekmérlegelési teszt elvégzését és az adatvédelmi tisztviseld
véleményének beszerzését kovetden kezdhetd meg.

215.Az érdekmérlegelési teszt modszertandt, a megvalaszolandd kérdéseket minden esetben a
tervezett adatkezelés figyelembevételével kell megvalasztani, az aldbbi kérdések kore csak
orientdld, a tervezett adatkezelés szempontjabol relevins egyéb kérdésekkel bévithetd. Abbol
kell kiindulni, hogy barmilyen adatkezelés beavatkozds az érintett maginszférajaba, és e
beavatkozas jogossagat, sziikségességét és aranyossdgat kell bizonyitani a mérlegelés soran.

216.Az érdekmeérlegelési teszt részei:

a) atervezett adatkezelés leirdsa €s az annak keretében kezelni tervezett személyes adatok (kérének
vagy tipusanak) meghatdrozasa,

b) szikségesség vizsgalata (Milyen alternativ megoldasok Iéteznek?)

c) az adatkezeld vagy azon harmadik fél jogos érdekének azonositésa, akinek az adatkezelés
érdekében all (Miért sziikséges az adatkezelés?),

d) az érintett €rdekeinek, jogainak azonositisa (Ardnyban van-e az adatkezelés az érintett
maganszférajanak korlatozasaval?),

e) az adatkezeld (vagy harmadik fél) és az érintettek érdekeinek Gsszevetése,

f) a személyes adatok védelme biztositékainak leirdsa, garancidk beépitése az adatkezelés
folyamataba,

g) az érdekmérlegelési teszt eredménye.
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7.2. Az adatvédelmi hatasvizsgalat elvégzésének modszertana

217.Ha az adatkezelés valamely, kiilondsen 1j technoldgidkat alkalmazo tipusa valészindsithetéen
magas kockazattal jar a természetes személyek jogaira nézve az adatkezelést megel6zden
adatvédelmi hatasvizsgalatot kell végezni. Olyan, egymassal hasonld tipusi adatkezelési
miiveletek, amelyek egymashoz hasonlé kockazatokkal jarnak, egyetlen adatvédelmi
hatasvizsgélat (tovabbiakban: hatasvizsgélat) keretei kozott is értékelhetSk.

218.A hatdsvizsgilat elvégzésének sziikségességérél a tervezett adatkezelésért felels szervezeti
egység osztalyos adatvédelmi felelése sziikség esetén kikéri az adatvédelmi tisztviseld
véleménycét.

219.A hatasvizsgalat elvégzését a tervezett adatkezelésért felelos szervezeti egység osztdlyos
adatvédelmi felelése koordinalja. A hatasvizsgalat megallapitdsait irasban kell rogziteni. Az
elkésziilt hatasvizsgalati dokumentaciét az adatvédelmi tisztviselének kell megkiildeni, amely
azt 8 munkanapon beliil szakmai szempontbol véleményezi és beszerzi az informaciobiztonsigi
szakteriilet véleményét is. Ha az osztalyos adatvédelmi felelés gy itéli meg, hogy az
adatkezelés nem jdr magas kockézattal a természetes személyek jogaira, Gigy ezt meg kell
indokolnia és — ha ez lehetséges — dokumentumokkal igazolnia a melldzés okait. A 29. pont
rendelkezéseit jelen esetben is alkalmazni kell. A bevezetendé adatkezelés kizarolag a
hatasvizsgalat elvégzését kovetden kezdhetd meg.

220.Adatvédelmi hatasvizsgalatot a GDPR 35. cikk (3) bekezdésében, illetve a Nemzet
Adatvédelmi és Informacioszabadsag Hatdsag éltal kozzétett jegyzekben szerepld adatkezelések,
adatkezelési milveletek esetén kell végezni.

(https:/www.naih.hu/files/GDPR_35_4 lista HU_mod.pdf)

221.A fenti eseteken til minden olyan bevezetésre keriil — kiilondsen az (j technologidkat
alkalmazo — adatkezelés esetén is hatasvizsgalatot kell végezni, mely adatkezelés az ligyfélre
tekintettel jelentSs joghatassal bir/az iigyfelet (jogait) jelentds mértékben érinti.

222 A hatasvizsgalat modszertanat minden esetben a tervezett adatkezelés figyelembevételével kell
megvaélasztani. Egy lehetséges médszertant alkalmazo szoftver taldlhaté a Nemzeti Adatvédelmi
és Infonnamoszabadsag Hatdséag honlapjan (hltns /ma1h hu/lnhsx 129%1&[1 szoftvm)

.A hatasvizsgalat e[sO reszeben osszejogialoan ¢ K - o110

a) az adatkezelésért felelés szervezeti egységet és a tervezett kézos adatkezeld vagy adatfeldolgozo
megjeldlését;

b) az adatkezelés jogalapjat, céljat (az adatkezeléstdl vart elonydket, az adatkezelés
sziikségességét), terjedelmét (id6ben és a kezelt adatok volumenében);

¢) az adatkezeléssel érintettek korét, a kezelendd adatok korét, az adatok megérzésének tervezett
1dejét;

d) azon adatkezel6k megjeldlését, akiknek az adatot tovabbitani tervezik, és kiilondsen, ha
harmadik orszagba vagy nemzetkozi szervezet felé tervezik az adattovabbitast;

e) az adatkezelésre vonatkozd kovetelmények (jogszabdlyi kovetelmények vagy magatartasi
kodexbol, szabvanybdl eredd kovetelmények);
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f) az adatkezelés folyamatanak a leirasat.

224.A hatasvizsgalat masodik részében ki kell fejteni és meg kell indokolni

a) az adatkezelés szilkségességének és ardnyossaganak garanciait,

b) az érintett jogait biztositd garancidk érvényesiilését.

225.A hatésvizsgalat harmadik részében azonositani és értékelni kell az adatkezelés potencidlis
kockdzatait, €s a kockazatok enyhitésére tervezett, elfogadott intézkedéseket, megolddsokat.

226.A hatasvizsgalat negyedik része tartalmazza a tervezett adatkezelés értékelését:

a) a 225. pontban meghatdrozott szempontok értékelését a tekintetben, hogy azok egyenként
megfeleloek, tovabbi intézkedésekkel megfeleléek lehetnek, illetve nem megfeleldek;

b) atervezett kiegészitd intézkedések végrehajtasanak iitemtervét;

¢) annak egyértelmii rogzitését, hogy a tervezett adatkezelés valdsziniisithetéen magas kockazattal
jar-e a természetes személyek jogaira nézve, és ennek alapjan az adatkezelés megkezdhett-e,
illetve sziikség van-e az adatvédelmi feliigyeleti hatosaggal vald konzultaciora.

227.A hatasvizsgalat megallapitasait az adatkezelési tevékenységbe vissza kell csatolni és ennek
megfelelden kell kialakitani az adatkezelést.

228.A hatasvizsgélatot legaldbb évente dokumentaltan feliil kell vizsgalni, sziikség esetén tjra el kell
végezni.

7.3.  Belsé adatvédelmi ellendrzési eljaras elvégzésének médszertana

229.A belsd adatvédelmi ellendrzési eljards célja, hogy az adatvédelmi tisztviselé meggy6z6djon
arrol, hogy az Intézmény egyes szervezeti egységei az adatvédelemmel kapcsolatos
jogszabalyoknak és bels6 szabalyzatoknak megfeleléen kezelik-e az adatokat.

230.Megfeleld indokoltsdg esetén az adatvédelmi tisztviselé a feladat megfelelé elvégzésének
érdekében, az ellendrzést megeldzben ellendrzési tervet készit. Az ellendrzési tervnek az
ellendrzés ald vont szervezeti egység nevét és az ellendrzés varhatd idépontjat, tovabba az
ellenérzés targykorét kell tartalmaznia.

231.Az adatvédelmi tisztviseld az ellendrzés lefolytatasardl az érintett szervezeti egység vezetdjét az
ellendrzés kezdete el6tt 10 nappal tdjékoztatja, melyben az eljaras kezd6 idépontjara is javaslatot
tesz. A szervezeti egység vezetdje koteles gondoskodni arrél, hogy az adatvédelmi tisztvisel a
Javasolt idOpontban megkezdhesse ellenérzését, illetve szitkség esetén — az adatvédelmi
tisztviseld altal javasolt idoponthoz képest legfeljebb tiz munkanapon beliili — 1ij idépontra tesz
javaslatot.

232.Az ellendrzés soran az adatvédelmi tisztviseld a szervezeti egység irodahelységeibe beléphet, a
szervezeti egység — ellendrzés targyaval Osszefiiggésben kezelt — irataiba betekinthet, a
szervezetl egység munkatarsaitol tajékoztatast kérhet adott liggyel kapcsolatos adatkezelésrél.

233.Az adatvédelmi tisztviseld az ellenérzés megtorténtérol jegyzokonyvet készit, melyet az
ellendrzétt szervezeti egység vezetdjével mindketten aldirnak. A jegyzOkdnyv az ellendrzott
szervezeti egység, valamint annak vezetbje nevét, az ellendrzés lefolytatdsanak tényét, annak
idépontjat és iddtartamat, tovabba a tevékenység soran rogzitett tényeket, megallapitasokat,
informaciokat tartalmazza.
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234.Az adatvédelmi tisztviselé a lefolytatott ellendrzésrdl vizsgalati jelentést készit, melynek
mellékletét képezi az ellendrzésrdl késziilt jegyz6konyv. A vizsgilati jelentés tartalmazza az
adott szervezeti egységnél vizsgalt kériilményeket, adatokat, valamint az adatvédelmi tisztviseld
megallapitisait. A vizsgélati jelentés tervezetére a szervezeti egység vezetdje 10 napon belil
észrevételt tehet. Az észrevételek kozlésének elmaradasat ugy kell tekinteni, hogy a szervezeti
egység vezetGje a vizsgalati jelentés megéllapitasait elfogadja.

235.Ha az adatvédelmi tisztviselé megéllapitja, hogy az adatkezelés az ellendrzés ald vont szervezeti
egységnél nem a belsé szabélyzatoknak vagy jogszabalyoknak megfelelden torténik, javaslatot
tesz a szabdlyszerli adatkezelés — meghatarozott hataridon beliili — helyredllitaisara. Az
adatvédelmi tisztvisel$ javaslata alapjan megtett intézkedésekrol a szervezeli egység vezetdje
tijékoztatja az adatvédelmi tisztviselst. Az adatvédelmi tisztvisel6 a megtett intézkedéseket,
illetve azok betartasat barmikor jogosult ellendrizni (utéellendrzes).

236.Az adatvédelmi tisztviseld rendkiviili ellendrzést is lefolytathat, ha adatvédelmi szempontbol
indokolt kiilonssen, ha a személyes adat kezeléssel érintettek szama jelentés.

237.Az adatvédelmi tisztviseld az adatvédelmi ellenérzés (ideértve az utéellendrzést is) lefolytatasat
kovetden tajékoztatja az Intézmény Foigazgatdjat az adatvédelmi ellendrzés adatairol cs
eredményeirél. A Foéigazgatd tajékoztatasa torténhet szoban vagy a vizsgilt szervezeti egység
vezetdje dltal elfogadott vizsgalati jelentés megkiildésével is.
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8. Mellékletek

Mindéségiigyi kod

Cim

MB-69-02/M01

Jelen Szabélyzathoz kapcsolddo jogszabalyok,
belsd szabdlyzatok, dokumentumok

MB-69-02/M02

Adatkezelési nyilvantartasok listdja

9. Adatlapok

Mindségiigyi kod Cim
MB-69-02/A01 Taj'ekoztatas adatvédelmi incidensr6l
(minta)
MB-69-02/A02 He}yesbltes iranti kérelem
(minta)
MB-69-02/A03 TllFakozasra vonatkozd kérelem
(minta)
MB-69-02/A04 Ad_atkezeles korlatozasara vonatkozo kérelem
(minta)
MB-69-02/A05 TOF[CS iranti kérelem
(minta)

MB-69-02/A06

A Koérhaz miikodtetésében 1évé szamitdgépek és egyéb informatikai
hardverelemek hasznaldinak alapvet6 kotelezettsége NYILATKOZAT
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JELEN SZABALYZATHOZ KAPCSOLODO JOGSZABALYOK, BELSO
SZABALYZATOK, DOKUMENTUMOK

Jogszabalyok
Magyarorszag Alaptdrvénye VI cikk (Alaptérvény)
Az Eur6pai Parlament és a Tanics (EU) 2016/679 Rendelete (2016. aprilis 27.) a természetes
személyeknek a személyes adatok kezelése tekintetében torténd védelmérél és az ilyen adatok
szabad dramldsarél, valamint a 95/46/EK irdnyelv hatdlyon kiviil helyezésérdl (GDPR)
2011. évi CXII. torvény az informacios dnrendelkezési jogrol és az informacidszabadsagrol
(Infotv.)
1997. évi XLVIL torvény az egészségiigyi €s a hozzajuk kapcsolddd személyes adatok
kezelésérdl és védelmérdl, és a végrehajtasara kiadott jogszabélyok (Eiiak.)
62/1997. (XIL.21.) NM rendelet az egészségiigyi €s a hozzajuk kapcsolodd személyes adatok
kezelésének egyes kérdéseirdl (Eiiakr.)
1997. €vi CLIV. térvény az egészségligyrdl, és a végrehajtasara kiadott jogszabalyok (Eiitv.)
2003. évi LXXXIV. torvény az egészségiigyi tevékenység végzésének egyes kérdéseirdl
(Elitev.)
1997. évi LXXXIIL torvény kotelezd egészségbiztositds ellatésairdl, és a végrehajtisara
kiadott jogszabalyok (Ebtv.)
1992. évi XXXIII torvény a kozalkalmazottak jogallasarél, és annak az egészségligyi
dgazatban t&rténd végrehajtasara vonatkozo jogszabélyok (Kjt.)
356/2008/. (XII. 31.) kormanyrendelet a kozalkalmazottak jogallasardl szold 1992. évi
XXXIIL torvény egészségiigyi Intézményekben torténd végrehajtasarol (Kjtvr.)
2012. évi L. térvény a Munka Térvénykényvérsl (Mt.)
2020. évi C. torvény az egészségiigyi szolgélati jogviszonyrdl (Eszjtv.)
528/2020. (X1.28.) Korm. rendelet az egészségligyi szolgalati jogviszonyrdl szélé 2020. évi
C. torvény végrehajtdsardl (Eszjtvr.)
39/2016. (XII. 21.) EMMI rendelet az Elektronikus Egészségiigyi Szolgéltatasi Térrel
kapcsolatos részletes szabalyokrol (EESZTr.)

370/2011. (XIL 31.) korméanyrendelet a koltségvetési szervek belsé kontrolrendszerérdl és
belsé ellenérzésérdl (Bkr.)

1994. évi XXXIV. térvény a rend6rségrdl (Rtv.)
1995. CXXV. térvény a nemzetbiztonsagi szolgalatokrdl (Nbtv.)

1995. évi LXVL toérvény a kozokiratokrol, a kozlevéltarakrdl és a magéanlevéltari anyag
védelmérol (Klttv.)
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38/2012. (I11.12.) korméanyrendelet a korményzati stratégiai irdnyitasrol

1996. évi XX. térvény a személyazonosité jel helyébe lépé azonositisi médokrol €s az
azonositd kodok hasznalatarol

335/2007. (XII. 30.) kormanyrendelet a dontés-elokészitéshez sziikséges adatok
hozzaférhet6ségének biztositasarol szold 2007. évi Cl. torvény végrehajtasarol

1998. évi VL. térvény az egyének védelmérol a személyes adatok gépi feldolgozdsa soran

86/1996. (V1. 14.) kormanyrendelet a biztonsagi okmanyok védelmének rendjérél

2006. évi CXXXIL. térvény az egészségiigyi ellatorendszer fejlesztésérol

337/2008. (XII. 30.) kormanyrendelet az egészségligyi ellatorendszer fejlesztésérél szolo
2006. évi CXXXIL térvény végrehajtasarol

305/2005. (XII. 25.) korményrendelet az kozérdekii adatok elektronikus kozzétételére, az
egységes kozadatkeresd rendszerre, valamint a kozponti jegyzék adattartalmara, az
adatintegraciora vonatkozo részletes szabalyokrol

2005. évi CXXXIIL torvény a személy- és vagyonvédelmi, valamint a magannyomozdi
tevékenység szabalyairdl

16/2010. (IV. 15.) EiiM rendelet az cgészségiigyi felsofoki szakirdny szakmai képzés
részletes szabalyairol

162/2015. (VL 30.) Korm. rendelet az egészségiigyi fels6foku szakiranya szakképzési
rendszerrél, a Rezidens Tamogatasi Program 6szténdijairol, valamint a fiatal szakorvosok
tamogatasarol

22/2012. (IX. 14) EMMI rendelet az egészségligyi [elsofokd szakirdnyd keépesités
megszerzésérol

230/2012. (VIIL. 28.) Korm. rendelet a felsGoktatasi szakképzésrdl és a felsdoktatasi
képzéshez kapcsolodo szakmai gyakorlat egyes kérdéseirdl

2011. évi CCIV. térvény a nemzeti felsdoktatasrol

18/2005. (XI1.27.) IHM rendelet a kozzétételi listakon szereplé adatok kozzélételéhez
sziikséges kozzétételi mintakrol

12/2001. (L. 31.) Kormanyrendelet, a lakascélu allami tAmogatdsokrol

1993. évi XCIIIL térvény a munkavédelemré!

60/2003. (X.20.) ESzCsM rendelet az egészségiigyi szolgaltatasok nyujtasdhoz sziikscges
szakmal minimumfeltételekrol

Belso szabalyzatok, dokumentumok

Szervezeti és miikodési szabalyzat

Iratkezelési ca'?ah;ily?ﬂt

Informatikai biztonsagi szabélyzat

A kozérdekil €s a kozérdekbdl nyilvanos adatok kezelésének rendje

Szabalyzat, az egészségiigyi ellatas téritési dijainak iigyviteli rendjérdl

Egységszintii miikddési szabalyzatok (EMSZ)
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Adatkezelési nyilvantartisok listdja

Megnevezés
BO1 Id6pont foglalas — beutaléhoz kotott

B02 Idépont foglalas — beutaldhoz nem kétott

B03 Betegfelvétel

B04 Betegellatas

BO05 Diagnosztikai tevékenység

B06 Beteg elbocsatas

BO7 PACS rendszerben szerepl6 adatok Eiiak. szerinti meg6rzési idon tili tarolasa
B08 Sziiletéshez kapcsolodo, betegellatason kiviili adminisztracids tevékenység
B09 Halalesetekhez kapcsolddo betegellatason kiviili adminisztracios tevékenység
B10 Foglalkozas egészségiigyi vizsgalat

B11 Tételes finanszirozast gydgyszerek és eszkdzok nyilvantartisa

B12 A pszichidtriai betegekkel kapcsolatos nyilvantartasok

B13 Varolista és betegfogadasi lista

B14 Iskola egészségiigyi szolgélat — jelenleg nincs iskola egészségiigyi szolgalat
B17 Beteg egészségiigyi ellatasaval kapcsolatos panaszok kivizsgéldsa

B18 Betegszallitas, mentés, halottszallitas

B19 Vénykoteles gydgyszerek receptjeinek megdrzése

B20 Szocialis jelzérendszer mikodtetése

B21 Szocidlis segitségnyujtashoz kapcsolédo adatkezelés

B25 Mérgezés-nyilvantartas

B26 Fert6z6 betegek nyilvantartasa

B27 Kerestképtelenség elbiraldsa

B28 Szerv-szdvet adoményozds miatti etikai bizottsagi eljaras

B29 Agyhaldl megallapitasardl szol6 jegyzokényv

B30 Donor (az a szem., aki a véradas keretében vért v. vérkomponenst ad) nyilatk. kezelése
B31 Engedélyezés el6tti/indikacion tili gydgyszeralkalm. beteg beleegyezé nyil. tarolédsa
B32 EU ellatasra vonatkozo egyezményt kotstt allamokbol érkezé személyek ellatasa—
"E" téritési kat.

B33 Orvosvalasztasrol szol6 nyilatkozat

B34 Gydgyszer tdmogatéssal torténd rendeléssel 6sszefliggd beteg nyilatkozat
B35 Terhességmegszakitas

B37 Fokozottan ellendrzott szerek nyilvantartasa

B38 Sugdritlevél nyilvantartas (beteg)

B39 Hozzitartozéval, illetve egyéb értesitendd személlyel kapcsolatos adatkezelés
B40 Személyazonositd karszalag fekvobetegek szdmara

B43 COVID-os, karanténban 1év$ dolgozok nyilvantartdsa

B44 COVID-os betegek nyilvantartisa

B15 Gyodgyszerkiprobalassal kapcsolatos adatkezelés

B16 Tudomaényos kutatds céljabdl t6rténd adatbetekintés nyilvantartisa
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IT 2 Kameras megfigyeld rendszer lizemeltetése

J1 A GDPR szerinti érintetti jogok gyakorldsaval kapcsolatos intézkedések nyilvantartisa
PU 2 Projekt dokumentacio

PU 3 Projekt adminisztracio, ill. k6zpénzekbdl nyujtott unids és nemzeti timogatdsokkal
kapcs. ak.

PU 8 Finanszirozassal kapcsolatos adatkezelés

PU 12 Nagy értéki, orszagosan még nem elterjedt beavatkozasok nyilvantartisa
HR 01 Meghivasos eljarés (Eii. szolg. jogviszony betéltésére toborzds, kivalasztas)
HR 02 Toborzas, kivalasztas

HR 04 Eii. szolgélati torvény alapjan torténd foglalkoztatas

HR 05 Munka Térvénykonyve alapjan torténd foglalkoztatas

HR 06 K&zalkalmazotti jogviszony fenntartasaval kapcsolatos adatkezelés

HR 07 Villalkozasi tevékenység formajaban foglalkoztatott munkatarsak

HR 08 Munkaerd kélcsonzéssel foglalkoztatott munkavéllalokhoz kapesolodé specialis
adatkezelés

HR 09 Tovabbi jogviszonnyal kapcsolatos adatkezelés
HR 10 Foglalkoztatéasi jogviszony megszingése
HR 11 Orvosok miikddési nyilvantartasa (HR)

HR 12 Bér- és adoiigyek
HR 13 Egyes béren kiviili juttatasok

HR 14 A munkaba jarassal kapcsolatos koltségtérités
HR 15 Kikiildetési rendelvények és azok elszamoldsaval kapesolatos dokumentumok
nyilvantartdasa

HR 16 Dolgozdi tartozasok/Tartozasigazolds

HR 20 Munkaid6 és tavollét nyilvantartas

HR 21 Onként vallat tobbletmunka nyilvantartds

HR 23 Munkahelyi balesetek nyilvantartasa

HR 24 Sugérterhelési nyilvantartas - a személyi dozimetriai adatok helyi nyilvantartasa
(dolgozdk)

HR 25 Munkaruha, véddeszkoz

HR 26 Rezidens képzés

HR 27 Tovéabbképzési kotelezettség nyilvantartdsa

‘HR 29 Tanulmanyi szerzddések nyilvantartasa

HR 30 OKFO kozponti tovabbképzések

HR 31 Ko6zosségi szolgalat

HR 32 Tanulok szakmai gyakorlatai
HR 34 Teljesitményértékelés

HR 37 Alairasminta nyilvantartas

HR 45 Dolgozéi e-mail fiokban tarolt, munkavégzéssel sszelliggd levelezés
HR 46 Mobil telefon flottaval kapcsolatos felhasznald nyilvantartas

HR 50 Egészségiigyi szakember-képzés

IT 1 Az IT iizemeltetéshez kapcsolodd személyes adatok

IT 3 Iktatas és iratkezelés

IT 4 Honlapon siiti (cookies) kezelés

IT 5 Kérhazi szamitogépes rendszerben térolt felhaszndloi informacidk és logok megdrzése
IT 6 BYOD eszkozokkel kapcsolatos személyes adatok, nyilatkozatok nyilvantartasa —
jelenleg nincs BYOD eszk6z hasznélatban

IT 7 Tavoli eléréssel rendelkezd munkatarsak nyilvantartisa
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IT 8 IT magéanhasznilati engedélyek — jelenleg nincs kiadott maganhasznalati engedély
IT 9 Vezetékes telefonnal kapcsolatos felhasznald nyilvantartas

Betegjogi képviseld tevékenységével kapesolatos nyilvantartas

J2 Peres eljarasok

J3 Kozérdekii adatigényléssel kapesolatos nyilvantartas

B22 Kozuti jarmiivezetdi engedélyhez sziikséges egészségiigyi alkalmassagi vélemény
M1 Behajtési engedélyek nyilvantartisa

M2 Vagyonvédelmi intézkedések, talalt targyak

B36 Egészségiigyi szolgaltatisra nem jogosult és téritéskoteles személy ellatasa

PU 1 Szamlék és az ahhoz kapcsolodo bizonylatok nyilvantartdsa

PU 4 Partnerekhez kétheté magénszemélyek adatainak nyilvantartasa

PU 5 Kintlévségek nyilvantartasa

PU 6 Egészségiigyi dokumentéciok masolasi dijaval kapcsolatos adatkezelés

PU 7 Beteg ingdsagaival kapcsolatos letét

PU 10 Konziliumi szolgaltatasok

PU 11 Kézbeszerzésekkel, illetve allami vagyonnal kapcsolatos adatkezelés

PU 9 Kontrolling, VIR elemzéshez fekv- és jardbeteg ellatasok teljesitményjelentéseinek
kezelése
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Téjékoztatis adatvédelmi incidensrél (minta)

(személyes adat jogosultjanak neve)
(személyes adat jogosultjanak cime)

Targy: Tajékoztatas adatvédelmi incidensrol

Tisztelt !

Alulirott, az Ozdi Almési Balogh P4l Kérhédz (székhely: 3600 Ozd, Béke utca 1-3.) adatkezel®
(a tovabbiakban: Intézet) képviseletében eljarva ezennel tdjékoztatom, hogy az
Intézmeény 20 . napjan adatvédelmi incidenst szenvedett el.

Az adatvédelmi incidens, az Intézet altal Onrél kezelt személyes adatokat is érintette, igy

az adatvédelmi incidens valésziniisithetden magas kockdzattal jar az On jogaira és
szabadsagaira.

Az adatvédelmi incidens kovetkezményeinek megsziintetését és az adatbiztonsdg
helyredllitisat megkezdtiik, és a kivetkezd intézkedéseket mar megtettiik:

(intézkedések felsorolasa)

A tovdbbiakban a kovetkezd intézkedések megtételét tervezziik:
(intézkedések felsorolasa)

Ezektdl fiiggetleniil javasoljuk, hogy az On személyes adatainak érintetisége okan
a kovetkezd valdsziniisitett kovetelményekre késziiljon fel, és késedelem nélkiil tegye
meg a jogai és szabadsdgai védelme érdekében sziikséges intézkedéseket:

(lehetséges  kovetkezmények

felsorolasa)

Amennyiben tovabbi  tajékoztatdst kéraz adatvédelmi incidens és  lehetséges

kovetkezménye tekintetében, Intézetiink adatkezelési felelését az alibbi elérhetéségen éri
el:

Adatvédelmi tisztviseld:

név: Dr. Kalman Péter
e-mail cim: adatvedelem(@bazmkorhaz.hu
0zd, 20
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Helyesbités iranti kérelem (minta)

Tisztelt Adatkezeld!

Alulirott, (név) személyes adatok jogosultja, az Intézet mint
adatkezel® (a tovabbiakban: Adatkezeld) részére a kivetkez

kérelmet
terjesztem eld.

Kérem a Tisztelt Adatkezel6t, hogy az Adatkezelé éltal kezelt és pontatlan/hiinyos
személyes adataim vonatkozasidban a jelen nyilatkozatban meghatdrozottak szerint a
személyes adataimat helyesbitse, illetve egészitse ki az alabbiak szerint:

Jelenleg kezelt pontatlan személyes adat Helyesbitett, kiegészitett személyes adat

A helyesbités, illetve kiegészités igazoldsdra szolgdlo, a helyes személyes adatot
tartalmazo dokumentum madsolatot jelen nyilatkozatomhoz csatolom.

Kérem Tisztelt Adatkezel6t, hogy fenti kérelmemet elbirdlni sziveskedjen.

Kelt, 20 év hé nap

Alairas
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Tiltakozasra vonatkozo kérelem (minta)

Tisztelt Adatkezeld!

Alulirott, (név) személyes adatok jogosultja, az Intézet mint
adatkezeld (a tovadbbiakban: Adatkezeld) részére nyilatkozom, hogy

tiltakozom

az adatkezeld adatkezelése ellen az alabbiak szerint:

Tiltakozissal érintett személyes adat Indok (Megfelelo jelolend o)

a) Adatkezel6 vagy egy harmadik fél jogos
érdekeinek érvényesitése.

b) Kozvetlen iizletszerzés.

Kérem Tisztelt Adatkezelét, hogy fenti kérelmemet elbirdlni sziveskedjen, és a kért
személyes adatot a fenti indokkal megjeldlt célbél a tovibbiakban ne kezelje.

Kelt, 20 év ho nap

Alairés
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Adatkezelés korlatozasara vonatkozoé kérelem (minta)

Tisztelt Adatkezeld!

Alulirott, (név) személyes adatok jogosultja, az Intézet mint
adatkezeld (a tovabbiakban: Adatkezeld) részére a kovetkezd

kérelmet
terjesztem eld.

Kérem a Tisztelt AdatkezelSt, hogy az Adatkezels altal kezelt alabb részletezett személyes
adataimra vonatkozéan végzett adatkezelést korlitozza:

Adatkezelés korliatozasaval érintett

szemgdlyes adat Indok (Megfelelo jeldlendd)

a) Az érintett vitatia a személyes adat
pontossagat.

b) Az adatkezelés jogellenes, és az érintett
ellenzi az adatok torlését.

c) Az adatkezel6nek mar nincs sziiksége a
személyes adatokra adatkezelés céljabol, de
az crintett igényli azokat jogi igényeinek
eldterjesztéséhez,  érvényesitéséhez  és
védelméhez. :

d) Az érintett tiltakozik az adatkezelés ellen és
az adatkezeld jogos indokai els6bbségének
megallapitdsa sziikséges.

Kérem Tisztelt Adatkezeldt, hogy fenti kérelmemet elbiralni sziveskedjen.

Kelt, 20 év ho nap

Alairas
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Torlés iranti kérelem (minta)

Tisztelt Adatkezeld!

Alulirott, (név) személyes adatok jogosultja, az Intézet mint
adatkezeld (a tovabbiakban: Adatkezel§) részére a kovetkezd

kérelmet
terjesztem eld.

Kérem a Tisztelt Adatkezeldt, hogy az Adatkezel dltal kezelt alabb részletezett személyes
adataimat késedelem nélkiil valamennyi nyilvantartisabél torélje:

Torolni kért személyes adat Torlés indoka (Megfeleld jelolendd)

a) a személyes adatra nincs sziikség abbol 4

célbol, amely az adatkezelés alapjat képezte;

b) a személyes adatok jogosulja adatkezeléshez

hozzajaruld nyilatkozatat visszavonta, és az

adatkezelésnek nincs egyéb jogalapja;

c) bebizonyosodik, hogy a személyes adatokat az
Intézmény jogellenesen kezelte;

d) jogszabalyi  kotelezettségnél  fogva  az
Intézmény koteles a személyes adatok
torlésére.

Kérem Tisztelt Adatkezel6t, hogy fenti kérelmemet elbiralni sziveskedjen.

Kelt, 20 ev hé nap

Alairas
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